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Data Driven Economy 
Without Compromises
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And the next generation financial 
fraud detection platform

By Kurt Nielsen 
Co-founder of Partisia 
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The best of two 
worlds for future 
prosperity

2

Shared and protected data is the new digital oil.

How do you keep your data and your customers’ data secure 
and protected?

How can you bring data to use without breaching privacy?

How do you ensure transparency and accountability?

Partisia Platform enables data sharing and analysis AND 
protects the privacy and confidentiality of the data.

Privacy TransparencyPartisia Platform
Quantum Ready
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Our tech platform is built 
to match the many new 
regulatory requirements

“

Ivan Damgård, Professor
Chief Cryptographer, Partisia Partner

 

 

 

 
 

 
 

 

 

 

 

 

First principal 
design of digital 
infrastructure
Confidentiality, Integrity and Availability

Digital Infrastructure
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Privacy Transparency
Partisia Platform

Computing nodes
Global collaboration

Future proof infrastructure
Run on all infrastructures

Classical computers, Trusted Execution 
Environments (TEE) and Quantum 

Technologies

Privacy
Enabling Privacy Enhancing 

Technologies (PETs) to 
securely process and share 

sensitive data without 
revealing it

MultiParty Computation (MPC), 
Fully Homomorphic Encryption 

(FHE) and Zero-Knowledge Proof 
(ZKP)

Transparency
Ensuring transparent 

orchestration of PET and 
automated computation

Unique blockchain with unlimited 
sharding (scalable like cloud 

computing) and unique bridging 
for interoperability  

Unique combination of two core technologies
It took decades to develop and combine the two



Confidentiality Integrity Availability

- GDPR
- Antitrust
- CCPA (California)
- APPI (Japan)
- LGPD (Brazil)

- KYC and AML
- AI Data Act
- Data Act
- Digital Market Act

- Schrems II
- NIS2 directive
- DORA
- Cyber Resilience Act
- Financial Data Access

addresses: addresses: addresses:
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Future-proof compliant infrastructure
Addressing new and upcoming regulatory requirements:



FCA tech sprint
London, July 2019

Sparked a lot of innovation and discussions with regulators and 
banks around the world. 
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Today we are ready to move this to real use

 

 

 

 

JV partners

Banks

 

 

 

 



 

 

 
 

 

 

 

 

Financial Fraud 
Detection
Next generation fraud detection



Financial fraud happens and evolves across banks

Every dot is an 
account in a bank

Every connection is 
a transaction 
between two 
accounts



Banks operate within perimeters

Bank A

Bank B

And typically only understand the transactions (and fraud) within their perimeter…



The solution
Step by step
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Introducing a network of banks

Zoom in on a single transaction Zoom out to capture fraud detection 
maps



Enhanced assessment of each transaction with MPC 1:2

Sender ReceiverTransaction Activity Client Attribute Profile Login Activity/History

Number of outgoing payments

1st party payment range

Frequency of payments

Rapid movement of funds

Number of cash deposits

Number of cross border
payments

Age range (if applicable)

Gender (if applicable

Net worth

Employment status

Wealth profile (£)

Expected monthly income

Typical bank log in medium

Typical IP address

Typical region of activity

Time of banking activity

Sender Receiver

Transaction



Enhanced assessment of each transaction with MPC 2:2

Verified account

Transaction

Verified account

Bank A Bank B

Bank B function

Partisia Platform
 

Run by banks w MPC 
to calculate fraud 

assessment

Data

API

Data

API

Encrypted dataEncrypted data

Probability of fraudulent transaction
High/medium/low

Result

Bank A function



The complete solution 1:2

On-premise analysis
Detect suspicious account activity

P2P MPC Tx analysis
Detect suspicious transactions

MPC fraud map analysis
Detect crime rings

Return improved models



The complete solution 2:2

Return improved models

Detect suspicious account 
activity

Customers within a bank

Looking for: 
Anomalous account behaviour.

Models:
Anomaly detection ML random 
forest.

Secure infrastructure:
Proprietary data and use.
Clear text and analysis.

Detect suspicious 
transactions

Transaction between to banks

Looking for: 
Push payment fraud.
other types of fraud.

Models:
Rule based risk model.
Apply ML results from step 1
Extent to with “global” model - 
federated ML)

Secure infrastructure:
Proprietary data and use.
Clear text and analysis.

Detect crime rings

chains of transactions

Looking for: 
Answers to series of questions 
posed by AML experts.
Known money laundering 
patterns.

Models:
Mapping chains of transactions.
Anonymizing data.

Secure infrastructure:
Generic MPC
Delegated trust

Step 1: On-premise analysis Step 2: P2P MPC Analysis Step 3: Generic MPC analysis



The solution
Applied across domains
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Detecting fraud detection across domains and networks

Bank Deposit
SC

AML

AML

Crypto
exchange

Cross border
transactions



Detecting fraud detection across domains and networks
Real World Crypto World

Bank Deposit
SC

Public network
JPYC

Crypto
exchange

AML



Detecting fraud detection across domains and networks

AML

AML

Real World Crypto World

Bank Deposit
SC

Public network
JPYC

Public network
USDC

Banking 
controlled

CBDC

Cross border 
transactions

Cross network 
transactions

Crypto
exchange



Detecting fraud detection across domains and networks

AML

AML

Real World Crypto World

Bank Deposit
SC

Public network
JPYC

Public network
USDC

Banking 
controlled

CBDC

AML
as a commodity

Partisia Platform

(MPC, DID, VCS)

Cross border 
transactions

Cross network 
transactions

Crypto
exchange



 

 

 A network for banks run by banks
- Banks become part of the network 
- Banks become part of the captable 
- Build a network of banks for the long 

run 

Add value for each transaction
- Add value even with a network of two 

banks
- Real-time assessment and dynamic 

blacklisting of accounts

Collaboration with regulators
- Sharing “blacklisted accounts”

Adding value in all steps

Bootstrapping uptake
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“It takes a network 
of good actors to 
beat a network of 
bad actors”

25


