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Requirements 
- Web Browser (Preferably Internet Explorer, set as the default browser) 

- Cisco AnyConnect VPN Client 

- Jackson Hospital Credentials 

- Administrator privileges to install software 

Internet Explorer Connection Steps For Internet Explorer 
Note: Please review Appendix A: Required Internet Explorer Settings before proceeding. 

1. Connect to Jackson Hospital’s AnyConnect VPN with your Jackson Hospital credentials. 

2. Open the following URL in Internet Explorer: https://isite.jacksonhospital.net/clientweb 

3. First time accessing Jackson Hospital’s Philips PACS you will need to permit the download and 

install of the Philips Package Manager. This step requires administrator privileges. 

4. Enter your Jackson Hospital username and password. 

5. Select Jackson Hospital from the environment dropdown. 

6. Complete logon. 

  

https://isite.jacksonhospital.net/clientweb


Non-Internet Explorer Browser Connection Steps  
(Recommended connection for Apple Devices) 

1. Connect to Jackson Hospital’s AnyConnect VPN with your Jackson Hospital credentials. 

2. Open the following URL in Internet Explorer: https://isite.jacksonhospital.net/anywhere 

3. First time accessing Jackson Hospital’s Philips PACS you will need to permit the download and 

install of the Philips Package Manager. 

4. Check to accept the Software License Agreement and Privacy Notice. Click Accept to proceed 

 
5. Enter your Jackson Hospital username and password. 

 
6. Select Jackson Hospital from the environment dropdown. 

7. Complete logon. 

 



The patient search and view is slightly different. The Patient can be searched by typing the 

LName, first three letters of FName or MRN in the highlighted box. 

 

 
 

SEARCH RESULTS: 

 
 

IMAGE VIEW: 

 



 

For Assistance 
Please contact the Jackson Hospital Help Desk at 334-293-8945 for assistance. 

 

Appendix A: Required Internet Explorer Settings 
 

1. When tabbed browsing is enabled for IE (will be enabled on most systems), suggested settings are 

indicated below: 

 



2. If not using tabbed browsing, disable Reuse windows option.  If using tabbed browsing this step is 

not necessary.                                                                     

 

 

 

 

 

 

 

 

 

 

 

 

 

3. Add Jackson Hospital’s Philips PACS server address (https://isite.jacksonhospital.net) to trusted 

sites, will avoid many of the security checks IE does for iSite ActiveX controls and scripts in webpages 

run in more secure zones (i.e. the “Internet” zone).  The default settings for the trusted sites zone 

will generally allow ActiveX controls to run without prompting. 



 

  

 

a. In case you have decided to run the page in a different IE security zone (or you have 

changed the trusted sites zone settings), here are the specific security zone settings that are 

related to the Active X controls being allowed to run: 

• Allow Previously unused ActiveX controls to run without prompt – Enable  

• Binary and script behaviors – Enable  

• Only allow approved domains to use ActiveX without prompt – disable  

• Run ActiveX controls and plug-ins – enable  

• Script ActiveX controls marked safe for scripting – enable  

 



* If you are still receiving an error indicating a problem with an activeX component (e.g. the 

iSiteExt) you may want to try disabling the ActiveX filtering option for the zone. 

*For 4.4.543+ PACS versions, you may also want to make sure protected mode is disable for 

the zone you run the SUBI webpage in, to avoid prompts related to the ISE package manager 

(and potentially try disabling active X filtering if the above settings aren’t working). 

4. Jackson Hospital’s Philips PACS uses pop-up windows, so pop-up must be allowed for the PACS 

address. Regarding the native IE pop-up blocker, some options to disable it are: 

 

a. Disable the pop-up blocker all together 

 
 



b. Add the PACS to the pop-up blocker exclusion list 

 

 

 



c. Or disable the pop-up blocker for the IE security zone you will be running the PACS address 

in 

 
 

*Also keep in mind if you have any 3rd party toolbars (e.g. google toolbar, yahoo toolbar, etc), these 

can have their own pop-up blockers, so be sure to check the toolbar setting regarding pop-up 

blockers if you are using one of these. 

 



5. Upon logging in the first time, please check that “Log on to “section is set to Jackson Hospital. 

 

 

 


