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Electronic Discovery Reference Model 
Standards, Guidelines and PracƟcal Resources for Legal Professionals and E-Discovery/E-Disclosure PracƟƟoners 
Best pracƟce Electronic Disclosure projects follow the Electronic Discovery Reference Model (EDRM). The EDRM was developed in 2005 with an aim 
to improve eDiscovery /eDisclosure standards and create a formalised framework for conducƟng  and managing effecƟve eDisclosure projects, 
whether that be in the context of liƟgaƟon or arbitraƟon.  

IdenƟfy 
LocaƟng 
potenƟal sources 
of ESI & 
determining its 
scope, breadth & 
depth Collect 

Gathering ESI for further 
use in the e-discovery 
process (processing, 
service etc.) 

Preserve 
Ensuring that ESI is 
protected against 
inappropriate alteraƟon 
or destrucƟon 

Process 
Reducing the volume of 
ESI and converƟng it, if 
necessary, to forms more 
suitable for review & 
analysis 

Review 
EvaluaƟng ESI for 
relevance & privilege 

Analyse 
EvaluaƟng ESI for content 
& context, including key 
paƩerns, topics, people & 
discussion 

Produce 
Delivering ESI to others in 
appropriate forms & 
using appropriate delivery 
mechanisms 

Present 
Displaying ESI before 
audiences (at deposiƟons, 
hearings, trials etc.) 
especially in naƟve & near 
naƟve forms, to elicit 
further informaƟon, 
validate exisƟng facts or 
posiƟons, or persuade an 
audience 

InformaƟon Governance 
Geƫng your electronic house in order to miƟgate 

Risk & expenses should e-discovery become an issue,  
from iniƟal creaƟon of E51 (electronically stored 

InformaƟon) through its final disposiƟon 

BUSINESS 
Profit 

PRIVACY & 
SECURITY 

Risk 

LEGAL 
Risk 

RIM 
Risk 

IT 
Efficiency 

POLICY  
INTEGRATION 

UNIFIED GOVERNANCE 

PROCESS  
TRANSPARENCY 

Create, Use 

Hold, 
Discover 

Retain 
Archive 

Store, 
Security 

Dispose 

VALUE 

ASSET DUTY 

Volume Relevance 
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Data Governance /
IniƟal PreparaƟon 

IdenƟfy/ 
Scoping 

PreservaƟon Searching CollecƟon  
Process 

Review 

Analyse 

Produce 
Request Extended 
Disclosure (within 
28 days from the 
final Statement of 
Case) 

Present 

DraŌ list of Issues 
for Disclosure 
(LOIFD) & Models 
for each under 
PD57AD (within 42 
days of final 
Statement of Case) 

CMC / Disclosure Order 

Post-PreservaƟon / Pre-Searching under 
PD57AD 

IniƟal Disclosure (with Statement of Case) 
• Provide IniƟal Disclosure & an IniƟal 

Disclosure List of Documents (key 
documents on which either party 
relies) 

• Provide Electronically 

Agree in SecƟon 1A DRD whether parƟes 
agree with proposals (as soon as 
pracƟcable.  No later than 21 days aŌer 
service of the LOIFD).  

Where there is no agreement, parƟes are 
to set out alternaƟve proposals in S.1A 
and 1B DRD. 

Final DRD (no 
later than 5 days 
before CMC) 

Final agreement 
of LOIFD, 
Models & DRD 
compleƟon (as 
soon as 
reasonably 
pracƟcal, no 
later than 14 
days before 
CMC) 

Agree LOIFD & 
Models (in 
advance of CMC) 

File & serve signed 
CerƟficate of 
Compliance (as soon 
as reasonably 
pracƟcable aŌer 
filing the DRD, but 
not less than 2 days 
before the CMC. 

The DRD should be 
in the form set out 
at Appendix 3 of 
PD57AD 

PracƟce DirecƟon 57AD (PD57AD), which governs Disclosure in the UK’s Business and Property Courts, sets out a series of procedural 
requirements that parƟes must follow prior to searching for relevant documents within their control or possession.   
In the chart below, we have adapted the EDRM Model to fit with the necessary required processes involved when conducƟng disclosure to 
which PD57AD applies. 

Volume Relevance 


