
21st day of March, 2024.

TO WHOM IT MAY CONCERN

This is to certify that Fluidsignal Group S.A., (811028514-8), is currently using our Continuous Hacking service.

Specifically, this customer has been subscribed to the Squad plan for their software/system ASM's continuous

security testing since 13th day of December, 2018. In this plan, comprehensive security tests (SAST, DAST, SCA,

CPSM), as well as Manual Penetration Testing (MPT), have been performed.

As of date, the results of the service are as follows:

Severity

(CVSS 3.1)

Reported

Vulnerabilities

Remediated

Vulnerabilities

Accepted

Vulnerabilities

Remediation

Rate

Critical (9.0 - 10.0) 0 0 0 N/A

High (7.0 - 8.9) 138 138 0 100%

Medium (4.0 - 6.9) 6223 6174 5 99.2%

Low (0.1 - 3.9) 7088 6914 1 97.5%

All of our customers continuously work to fix reported vulnerabilities. Fluid Attacks verifies such fixes to confirm

their software and systems no longer have those security defects.

During the service period, Fluid Attacks has reported a total risk exposure of 57368 in this software/system.

Fluidsignal Group S.A. has remediated 99.7% of that exposure.
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Annex: Target of Evaluation for software/system ASM's continuous security testing

Code Repository Date Added

ssh://git@gitlab.com:fluidattacks/universe.git (trunk) 2022-08-01

https://github.com/fluidattacks/makes.git (main) 2023-05-26

Environment Date Added

https://fluidattacks.com 2022-09-26

https://app.fluidattacks.com 2022-08-01

arn:aws:iam::205810638802:role/CSPMRole 2023-12-14

https://app.fluidattacks.com/api 2022-08-01
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