CURRICULUM M.Sc. CYBER SECURITY
Campus Studies, 120 ECTS Credits

Model 1: Programme Start October Model 2: Programme Start January Model 3: Programme Start April Model 4: Programme Start July
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Elective A~ Elective B~ o

Cyber Criminality

a) Attack Scenarios and Incident Response
b) Project: Cyber Forensics*

Blockchain and Quantum Computing

a) Blockchain

b) Quantum Computing

Secure Software Development
a) Secure Software Development
b) Project: Secure Software Implementation®

Internship

Organizational Transformation
¢) Tools in Organizational Analysis
d) Management of IT Services and Architecture

IT Law for IT Security
¢) International IT Law
d) Seminar: Legal Framework for IT Security*

Audit- and Security Testing

<) Attack Models and Auditing

d) Seminar: IT Security Tests*

Business Analyst

<) Business Intelligence |

d) Project: Business Intelligence*

Aland Mastering Al Prompting

o) Artificial Intelligence

d) Project: Al Excellence with Creative Prompting Techniques

Continuous and Lifecycle Security
¢) Cyber Resilience
d) Seminar: Applying Threat Intelligence

Data Science and Big Data Technologies
c) Data Science
d) Big Data Technologies

Industrial Automation and Internet of Things
¢) Industrial Automation
d) Internet of Things

Artificial Intelligence
o) Artificial Intelligence
d) Seminar: Al and Society

Internship

Attention: Attendance times may vary slightly depending on public holidays and the federal
state holidays the campus is located in.

~ Electives: Choose one module with two courses from the Elective A and one module from
the Elective B. Every elective module can only be chosen once.

* This course comes with admissions requirement. Please consult the module handbook for
more information.

o

If you are studying Model 2 or 4 you will have to start your Master Thesis before completing
your Elective B courses.



