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1. INTRODUCTION 

The criminal activities of money laundering and terrorist financing have become a global problem as a 

result of several changes in world markets. The growth in international trade, the expansion of the global 

financial system and the global surge in organised crime have all converged to provide the source, 

opportunity and means for converting illegal proceeds into what appear to be legitimate funds.  

 

Money laundering and the financing of terrorism have a devastating effect on the soundness of financial 

institutions and undermine the political stability of democratic nations. In order to combat these activities, 

the global community resolved to establish the Financial Action Task Force (“FATF”) in 1989.  

 

FATF is an inter-governmental body whose purpose is the development and promotion of policies to 

combat money laundering and the financing of terrorism. South Africa became a member state of FATF in 

2003 and has demonstrated a strong commitment to the body’s membership criteria though the enactment 

of the Protection of Constitutional Democracy Against Terrorist and Related Activities Act 33 of 2004 

(“POCDATARA”), the Prevention of Organised Crime Act 121 of 1998 (“POC Act”) and the Financial 

Intelligence Centre Act 38 of 2001 (“FICA”). 

 

The purpose of FICA is to introduce an Anti-Money Laundering (“AML”) and Counter Terrorist Financing 

(“CTF”) regulatory framework for South Africa and to establish the Financial Intelligence Centre (“FIC”) 

who is tasked with supervising and enforcing compliance with the Act. FICA also imposes certain duties 

on AIs that are more likely to be exploited for money laundering or terrorist financing purposes.  

 

The AI recognises that it has been classified as a type of institution that is more readily targeted by criminals 

for money laundering or terrorist financing purposes. The governing body has therefore committed itself to 

comply fully with FICA’s regulatory requirements in order to make it more difficult for criminals to implicate 

the AI in these activities. 

 

2. DEFINITIONS 

The definitions provided below have been adapted to align with the AI’s specific requirements and may not 

necessarily have the exact same meaning as that of similar legal definition. In this RMCP, the following words 

and expressions bear the meanings ascribed to them – 

“Accountable Institution” means any of the entities listed under Schedule 1 of the Act; 

“AI” means the Accountable Institution to which this RMCP applies, as indicated on the covering page hereof; 

“AI Relationship” means an arrangement between the AI and a Client that contemplates a series of 

Transactions over a period of time;  

“Beneficial Owner” in respect of a legal person, means a natural person who, independently or together with 

another person, directly or indirectly: 

▪ owns the legal person; or 

▪ exercises effective control over the legal person. 

“Business Relationship” means a relationship between a client and the AI for the purpose of concluding 

transactions on a regular basis. 

“Cash” means paper money, coins or traveller's cheques; 
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“Cash Threshold Report” means the report that must be submitted to the FIC where a transaction is 

concluded with a client, and an amount of cash in excess of the prescribed amount i.e. R24 999 is paid or 

received by the AI in terms of that transaction. The cash threshold also includes a series of transactions or an 

aggregate of smaller amounts which when combined equal the amount of R24 999. If it appears to the AI that 

the transactions involving those smaller amounts are linked, these transactions must be considered as 

fractions of one transaction. 

“CDD” means the customer due diligence referred to in section 21 of FICA; 

“Client” means a person who has mandated the AI, where –  

▪ The person has entered into an AI relationship or a single transaction with an Accountable Institution; 

and 

▪ and in any given situation, the determination of who the Client is must be made in accordance to the 

principles of CDD referred to in section 21 of FICA; 

“Client Representative” in relation to the AI, means a natural person who has been authorised by a client to 

enter into a single transaction or a business relationship with the AI on behalf of that client. 

“DPIP” means a domestic prominent influential person, being any person, or immediate family member or 

known close associate of a person, listed under Schedule 3A of The Act; 

“Effective Control” in respect of a legal person, means the ability to materially influence or make key 

decisions in respect of, or on behalf of that legal person. 

“Employee” means any staff member within the AI (whether as a director, shareholder, member, manager, 

employee, or contractor), or any other Client-facing staff member of the AI, even if said staff member is not a 

FAIS Representative; 

“Enhanced Client Due Diligence Procedure” Means the reasonable steps taken by the AI to establish and 

verify the identity of a client that is party to a High-Risk ML/TF transaction, which steps are more stringent 

than a Quick Due Diligence and a Standard Due Diligence.  

“FAIS” means the Financial Advisory and Intermediary Services Act, Act 37 of 2002 

“FATF” means the Financial Action Task Force (of which South Africa is a member), an international standard-

setting body dedicated to combatting MLFT, and headquartered in Paris, France; 

“FATF Member State” means any country listed under paragraph 14; 

“FIC” means the Financial Intelligence Centre, a juristic person created under chapter 2 of FICA; 

“FICA” means the Financial Intelligence Centre Act, No 38 of 2001, as amended by the Financial Intelligence 

Centre Amendment Act, Act 1 of 2017, also referred to herein as “The Act” 

“FPPO” means a foreign prominent public official, being a person, or immediate family member or known 

close associate of a person, who occupies, or within the past 12 (twelve) months occupied, any of the positions 

listed under paragraph 15, in a country other than South Africa; 

“Governmental Authority” means any public authority, and includes (without limitation) – 

▪ the South African Revenue Service; and 

▪ The Financial Services Conduct Authority; and 

▪ The South African Reserve Bank; and 
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▪ the Commission for Intellectual Property and Companies; and 

▪ any organ of state; 

“ID” means any document issued by a Governmental Authority that describes and identifies a natural person 

by his or her personal attributes, and which attributes must at least include his or her (i) forename and middle 

name (or initials), (ii) surname, (iii) unique identifying number, (iv) date of birth, and (vi) facial image. ID 

includes any of the following – 

▪ green, bar-coded South African identity document; or 

▪ South African identity card; or 

▪ South African passport; or 

▪ South African driver's licence; or 

▪ A foreign passport; 

“Implementation Date” means 1 February 2025   

“Legacy Client” is any person who had a AI relationship with the AI before the Implementation Date, and in 

respect of whom the AI already has customer due diligence information as at the Implementation Date, albeit 

in terms of the FICA dispensation that applied prior to this RMCP becoming effective; 

“Legal Person” any person, other than a natural person, that enters into a single transaction or establishes a 

business relationship, with the AI, and includes a person incorporated as a company, close corporation, 

foreign company or any other form of corporate arrangement or association, but excludes a trust, partnership 

or sole proprietor.  

“List 1267” means a list published the website of the United Nations, on which list appear persons and entities 
that are under financial sanctions pursuant to resolution 1267 of the United Nations Security Council, and 
which list is amended from time to time; 

“MLFT” means Money Laundering and the Financing of Terrorism, where "money laundering" refers to any 

practice through which the proceeds of crime are dealt with so as to obscure their illegal origins.  

“Money Laundering” Means an activity which has, or is likely to have, the effect of concealing or disguising 

the nature, source, location, disposition or movement of the proceeds of unlawful activities or any interest 

which anyone has in such proceeds. 

“Non-Compliance” any act or omission that constitutes a failure to comply with any of FICA’s provisions, 

regulations, and the AI’s AML & CTF RMCP, or any order or directive made in terms of FICA. 

“POCDATARA” means the Protection of Constitutional Democracy Against Terrorism and Related Activities 

Act, No 33 of 2004, as amended from time to time; 

“Principal” means, for purposes of the Questionnaire, the party on behalf of whom a Client is authorised to 

complete the Questionnaire and deal with the AI; 

“Property Associated with Terrorist and Related Activities” Has the meaning assigned to it in Section 1 

of the Prevention of Organised Crime Act 121 of 1998 (“POC Act”): 

▪ Property in this context means: 

▪ money, or any 

▪ movable, immovable, corporeal or incorporeal thing, or any 

▪ rights, privileges, claims and securities and any interest therein and all proceeds thereof, which were 

acquired, collected, used, possessed, owned or provided for the benefit of, or on behalf of, or at the 

direction of, or under the control of an entity (or another entity that has provided financial or economic 
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support to such an entity) which commits or attempts to commit, or facilitates the commission of a 

specified offence as defined in POCDATARA. 

An abbreviated list of the POCDATARA offences are: 

▪ The intentional delivery, placing, discharging, detonating (or making a hoax associated with these 

activities), of an explosive or other lethal device in, into or against a place of public use, a state or 

government facility, a public transport facility, a public transportation system, or an infrastructure 

facility. 

▪ The intentional seizure, high-jacking, taking control, destroying or endangering the safety of a fixed 

platform. 

▪ The intentional seizure, detaining or taking of a hostage in order to compel any third party, including a 

state, intergovernmental AI or a group of persons, to do or abstain from doing any act as an explicit or 

implicit condition for the release of the hostage. 

▪ The intentional murder, kidnap violent attack or other offence related to causing harm to an 

internationally protected person. 

▪ The intentional seizure or taking of control of an aircraft by force or threat. 

▪ The intentional seizure or taking of control of a ship by force or threat. 

▪ The harbouring, concealing, of a person or group of persons who intend to commit, or who has 

committed any of the offences listed above. 

▪ The financing of a person or group of persons to commit, or to facilitate the commission of any of the 

offences listed above. 

▪ The threatening, attempting to threaten, the conspiring with any other person or the inciting of another 

person to commit any of the offences listed above. 

“Prospective Client” means a person who approaches the AI to enlist the AI's services, but that person or its 

Counter-Party – 

▪ is not yet likely, in the discretion of the Risk Officer, to transfer any Value to the AI; or 

▪ has not yet firmly indicated that it would like or is ready to transfer Value to the AI; 

 “Quick Client Due Diligence Procedure” Means the reasonable steps taken by the AI to establish and verify 

the identity of a client that is party to a Low-Risk ML/TF transaction, which steps are fewer and less onerous 

than a Standard Due Diligence and that of an Enhanced Due Diligence. 

“Representative” means, the person who is authorised to deal with the AI on behalf of the Client; 

“Risk Officer” means –  

▪ the person within the AI charged with overseeing compliance with FICA and this RMCP; or 

▪ if no specific person has been so charged, then the AI's highest decision-making organ, all of the 

members of which shall be jointly responsible for the AI's FICA and RMCP compliance; or 

▪ if the AI does not have any decision-making organs, then a senior manager of the AI; 

▪ the FICA Compliance Officer 

“RMCP” means the Risk Management and Compliance Programme contained in this document, which has 

been designed in response to the AI's obligations under section 42 of FICA; 

“Secondary Accountable Institution” means another Accountable Institution that shares the client with the 

AI; 

“Single Transaction” A single transaction, means a transaction:  

▪ other than a transaction concluded in the course of a business relationship; and 

▪ where the value of the transaction is not less than the prescribed amount. i.e. R5000. 
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“Source of Funds” Means the origin of the funds that will be used by the client in concluding a single 

transaction or which a prospective client is expected to use in concluding transactions in the course of a 

business relationship. 

“Standard Client Due Diligence Procedure” means the reasonable steps taken by the AI to establish and 

verify the identity of a client that is party to a Moderate-Risk ML/TF transaction, which steps are fewer and 

less onerous than an Enhanced Due Diligence but more stringent that a Quick Due Diligence. 

“Suspicious or Unusual Activity Report” means the report that must be submitted to the FIC where there 

is reasonable knowledge in respect of the proceeds of unlawful activities or money laundering, and where the 

report relates to an activity which does not involve a transaction between two or more parties, or in respect of 

a transaction or a series of transactions about which enquires are made, but which has not been concluded, 

respectively. 

“Suspicious or Unusual Transaction Report” means the report that must be submitted to the FIC where 

there is reasonable knowledge in respect of the proceeds of unlawful activities or money laundering, and 

where the report relates to a transaction or a series of transactions between two or more parties.  

“Terrorist and Related Activities” means any of the offences specified in POCDATARA, all of which relate 

to terrorism; 

“Terrorist Financing Activity Report” means the report that must be submitted to the FIC where there is 

reasonable knowledge in respect of the proceeds of unlawful activities or money laundering, and where the 

report relates to a transaction or a series of transactions between two or more parties.  

“Terrorist Financing Transaction Report” means the report that must be submitted to the FIC where there 

is reasonable knowledge in respect of the financing of terrorism and related activities, and where the report 

relates to an activity which does not involve a transaction between two or more parties, or in respect of a 

transaction or a series of transactions about which enquires are made, but which has not been concluded, 

respectively.  

“Terrorist Property Report” means the report that must be submitted to the FIC where the AI has in its 

possession, or under its control property, associated with terrorist and related activities. 

“Transaction” means a transaction between the AI and the Client under which Value will be transferred 

between the AI on one hand, and the Client, its Principal or its Representative, its Counter-Party or any other 

person for the Client's account on the other hand;  

“Trust” Means a trust as defined in Section 1 of the Trust Property Control Act 57 of 1988, but does not include 

a trust established: 

▪ by virtue of a testamentary disposition, 

▪ by virtue of a court order, 

▪ in respect of persons under curatorship, or 

▪ by the trustees of a retirement fund in respect of benefits payable to the beneficiaries of that retirement 

fund, and includes a similar arrangement established outside of South Africa. 

“Value” means any form of economic benefit worth R5 000.00 (five thousand rand) or more. [Note: this R5 

000.00 threshold is completely distinct from and is not to be confused with the R25 000.00 Cash 

Transaction reporting threshold . These two thresholds fulfil entirely different purposes: the R5 000.00 

threshold is decisive of whether a particular arrangement amounts to a Transaction or not, and 

whether the person involved in that arrangement with the AI is a Client who must be subjected to the 
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CDD procedures; the R25 000.00 threshold is dependent on  whether a particular Cash Transaction is 

reportable to the FIC or not.] 

In this RMCP – 

▪ whenever a duty is imposed on the AI in the context of a given single Transaction or an AI Relationship, 

then that same duty must be read as applying in equal measure to the Employee responsible for that 

single Transaction or AI Relationship, and vice versa;  

▪ whenever a document is required to be certified, it must have been certified– 

o no longer than 3 (months) before its initial presentation to the AI; and 

o by a Commissioner of Oaths in South Africa, where "Commissioner of Oaths" includes (without 

limitation) an attorney or any other person who is legally entitled to certify copies as true copies 

of an original document; and 

o any reference to a "person" denotes, depending on the context, a natural person, legal person 

or Trust. 

 

3. PURPOSE OF AN AML & CTF RISK MANAGEMENT AND COMPLIANCE PROGRAMME 

The purpose of an AML & CTF RMCP is to: 

▪ enable the AI to identify, assess, mitigate, manage and monitor the risk that the provision by the AI of 

its products or services may involve or facilitate money laundering activities or the financing of terrorist 

and related activities. 

▪ provide for the manner in which the AI determines if a person is: 

• A prospective client in the process of establishing a business relationship or entering into a single 

transaction with the AI, or 

• A client who has established a business relationship or entered into a single transaction, is a client 

of the AI. 

▪ provide for the manner in which the AI complies with the compliance obligations of not establishing a 

business relationship or concluding a single transaction with an anonymous client or a client with an 

apparent false or fictitious name. 

▪ provide for the manner in which, and the processes by which, the AI: 

• Establishes and verifies the identity of a client; and 

• Establishes a client representative’s authority to establish a business relationship or to 

conclude a single transaction on behalf of a client. 

▪ provide for the manner in which, and the processes by which, the AI determines whether future 

transactions that will be performed in the course of the business relationship, are consistent with the 

AI’s knowledge of a prospective client. 

▪ provide for the manner in which, and the processes by which, the AI conducts additional due diligence 

measures in respect of legal persons, trusts and partnerships. 

▪ provide for the manner in which, and the processes by which, ongoing due diligence and account 

monitoring in respect of business relationships are conducted by the AI. 

▪ provide for the manner in which the examining of: 

• Complex or unusually large transactions, and 

• Unusual patterns of transactions which have no apparent business or lawful purpose takes 

place. 

▪ provide for the manner in which, and the processes by which, the AI will confirm information relating 

to a client when the AI has doubts about the veracity of previously obtained information. 

▪ provide for the manner in which, and the processes by which the AI will perform the client due diligence 

requirements in accordance with the following compliance obligations: 

• The identification of clients and other relevant persons; 
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• Understanding and obtaining information on business relationships; 

• Additional due diligence measures relating to legal persons, trusts and partnerships; 

• Ongoing due diligence when, during the course of a business relationship, the AI suspects or 

knows that a transaction or activity is suspicious or unusual. 

▪ provide for the manner in which the AI will terminate an existing business relationship where the AI is 

unable to: 

• Establish and verify the identity of a client or other relevant person, 

• Obtain information describing the nature of the business relationship, the intended purpose of 

the business relationship concerned and the source of funds which a prospective client expects 

to use in concluding transactions in the course of the business relationship concerned, 

• Conduct ongoing due diligence. 

▪ provide for the manner in which, and the processes by which, the AI will determine whether a 

prospective client is a foreign prominent public official or a domestic prominent influential person. 

▪ provide for the manner in which, and the processes by which, enhanced due diligence is conducted 

for higher-risk business relationships and when simplified client due diligence might be permitted in 

the AI. 

▪ provide for the manner, place in which and the period for which client due diligence and transaction 

records are kept. 

▪ enable the AI to determine when a transaction or activity is reportable to the FIC. 

▪ provide for the processes for reporting information to the FIC. 

▪ provide for the manner in which: 

• The AML & CTF RMCP is implemented in branches, subsidiaries or other operations of the AI 

in foreign countries so as to enable the AI to comply with its compliance obligations under FICA; 

• The AI will determine if the host country of a foreign branch or subsidiary permits the 

implementation of measures required under FICA; 

• The AI will inform the FIC and supervisory body concerned, if the host country does not permit 

the implementation of measures required under FICA. 

▪ provide for the processes for the AI to implement its AML & CTF RMCP. 

▪ indicate if any of the processes are not applicable to the AI, and if so, the reasons why it is not 

applicable. 

 

4. AML & CTF RMCP APPLICATION 

This AML & CTF RMCP applies to: 

▪ The AI’s governing body; 

▪ Where applicable, all branches, business units and divisions of the AI; 

▪ All employees. 

The AI’s governing body requires all employees to fully comply with the processes and procedures 

outlined herein. 

Any gross negligence or wilful non-compliance with the provisions of FICA and/or the processes and 

procedures 

outlined within the AI’s AML & CTF RMCP, will be considered a serious form of misconduct which may 

result in a summary dismissal.  

 

5. RESPONSIBILITY FOR RMCP ( FICA Compliance Officer) 

It is the responsibility of the Risk Officer – 

▪ to see to it that all Employees are properly sensitized, through appropriate training and instructional 

material, 

▪ to their FICA duties in general, and to their duties under this RMCP in particular; and 
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▪ to publish this RMCP in such a manner that all Employees are alerted as to its existence, and can 

access it freely 

▪ and with ease; and 

▪ to ensure that all Employees sign an acknowledgement; and 

▪ to use List 1267 (as updated from time to time) to screen all Prospective Clients before they are on-

boarded, 

▪ and to check the names of all existing Clients against List 1267 from time to time 

▪ to oversee to the AI's effective implementation of this RMCP. 

The Risk Officer's responsibilities regarding the RMCP and FICA extend to all branches, subsidiaries and 

franchise outlets of the AI. The Risk Officer may delegate its responsibilities to a suitable person or persons 

located in a – 

▪ branch of the AI, in accordance with the AI' internal protocols; or 

▪ subsidiary of the AI, in accordance with whatever instrument governs the AI' influence or control over 

the 

▪ subsidiary; or 

▪ a franchise outlet of the AI, in accordance with the franchise agreement between the AI and its 

franchisee,but 

▪ remains ultimately responsible for the branches', subsidiaries' and franchise outlets' RMCP and FICA 

compliance. 

[Note: Depending on whether or not SEACREST MARKETS (PTY) LTD has branches, subsidiaries or 

franchise outlets. Strictly speaking, each branch, subsidiary and franchise is an Accountable Institution 

bearing FICA obligations in its own right, and the AI is not legally bound to implement the RMCP within its 

various branches, subsidiaries and franchise outlets. However, from a brand management and customer 

relations perspective, it may be desirable to ensure that each branch, subsidiary and franchise outlet's RMCP 

is in harmony with that of the AI, remembering that it only takes one franchise outlet to harm the AI's overall 

brand, and besides, section 42(q)(i) of FICA requires the RMCP to say something about branches, 

subsidiaries and franchises, if applicable.] 

 

6. LEGAL STATUS AND REVIEW OF RMCP 

This RMCP is legally binding on all Employees, and any non-compliance therewith is to be regarded by the 

AI as serious misconduct. 

The AI must review this RMCP every 5 (five) years. 

Notwithstanding the 5-year (five-year) interval if, in the Risk Officer's discretion, there is a change in the 

circumstances of the AI that warrants a review of the RMCP in-between 5-year (five year) intervals – 

▪ the Risk Officer may effect such amendments to the RMCP as are appropriate in light of the changed 

circumstances; and 

▪ the 5-year (five-year) period shall begin to run anew from the date on which the amendments were 

effected by the Risk Officer. 

 

7. THE PURPOSE OF FICA AND THIS RMCP 

The purpose of FICA is to root out MLFT, which places in jeopardy the economy and constitutional order of 

any country. FICA seeks to fulfil this purpose by imposing certain obligations on Accountable Institutions, 

which are recognised as potential vehicles for financial malfeasance. These obligations regulate the manner 

in which Accountable Institutions handle money and property in the course of their AI dealings with Clients 

and Prospective Clients. Financial Services Providers (and thus, the AI) are one of 16 (sixteen) categories of 

Accountable Institution falling within the ambit of FICA. 

Arguably, the AI's chief obligation under FICA is to design and implement this RMCP, which is a document 

setting out how the AI will (a) collect information about Clients, (b) keep records of its Clients' Transactions, 

and (c) report information to the relevant authorities in certain circumstances, (a) to (c) being crucial to FICA's 
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efficacy. The RMCP is the successor to what were known as the "internal rules" before FICA was amended 

by the Financial Intelligence Centre Amendment Act, No 1 of 2017. 

Underpinning the RMCP is the "risk-based approach", in terms of which an Accountable Institution is afforded 

the discretion to evaluate whether, and the extent to which, each of its Clients introduces MLFT risk to the AI. 

The CDD procedures followed in respect of a given Client must be tailored to and commensurate with that 

Client's MLFT risk as assessed by the Accountable Institution in terms of its own RMCP. 

The RMCP and, indeed, FICA itself, exist within the wider context of – 

▪ South Africa's status as an FATF Member State; and 

▪ the AI' own commitment to playing its part in protecting South Africa's financial system and 

constitutional democracy, by effectively identifying and managing the MLFT risks to which the AI is 

exposed, and by co-operating with the relevant authorities whenever this is called for. 

 

8. FICA COMPLIANCE OBJECTIVES 

The AI’s FICA Compliance Objectives are: 

▪ To protect the integrity of the AI through the continued management of money laundering and terrorist 

financing risk. 

▪ To apply a risk-based approach to client transactions and to understand the purpose of all business 

relationships entered into with clients. 

▪ To educate employees how to identify business relationships and transactions that pose a higher 

risk to money laundering and terrorist financing. 

▪ To implement robust Client Due Diligence procedures that will make it more difficult for criminals to 

hide the proceeds of unlawful activities. 

▪ To submit to the FIC relevant reports concerning all transactions that are identified as being 

suspicious, unusual or above the prescribed cash threshold. 

▪ To keep accurate records of all FICA related transactions and Client Due Diligence procedures. 

▪ To prevent any reputational fallout or brand damage due to noncompliance with FICA and/or the AI’s 

AML & CTF RMCP. 

▪ To prevent any civil or criminal fines or penalties due to noncompliance with FICA and/or the AI’s 

AML & CTF RMCP. 

▪ To prevent loss of sales and client confidence due to noncompliance with FICA and/or the AI’s AML 

& CTF RMCP. 

 

9. FICA COMPLIANCE OBLIGATIONS 

The AI has identified the following twenty-three FICA related compliance obligations: 

Nr. Domain Compliance Obligation Reference 
Regulatory 
Designation 

9.1 
FICA 

GRC Standards 

The AI must Develop, Document, 
Maintain and Implement an AML & CTF 
RMCP 

FICA 
Sec 42 

Accountable 
Institutions 

9.2 
FICA 

GRC Standards 
The AI must Govern Compliance with its 
AML & CTF RMCP 

FICA 
Sec 42A 

Accountable 
Institutions 

9.3 
FICA 

Licensing and 
Maintenance 

The AI must Register itself with the FIC 
FICA 

Sec 43B(1) 

Accountable 
& Reporting 
Institutions 

9.4 
FICA 

Licensing and 
Maintenance 

The AI must inform the FIC of any 
changes to its Registration Particulars 

FICA 
Sec 43B(4) 

Accountable 
& Reporting 
Institutions 
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9.5 
FICA 

CDD Procedure 

The AI must perform Enhanced Client 
Due Diligence Procedures where a High-
Risk Client, Product or Service is 
Identified 

FICA 
Sec 42(2) 

Accountable 
Institutions 

9.6 
FICA 

CDD Procedure 

The AI must Understand and Obtain 
Information where a new Business 
Relationship is established 

FICA 
Sec 21A 

Accountable 
Institutions 

9.7 
FICA 

CDD Procedure 
The AI must Establish and Verify the 
Identity of all prospective Clients  

FICA 
Sec 21 

Accountable 
Institutions 

9.8 
FICA 

CDD Procedure 
The AI must Avoid Clients with apparent 
False or Fictitious Names 

FICA 
Sec 20A 

Accountable 
Institutions 

9.9 
FICA 

CDD Procedure 

The AI must Avoid and Terminate any 
Business Relationships or Single 
Transactions where it is unable to conduct 
a Client Due Diligence 

FICA 
Sec 21E 

Accountable 
Institutions 

9.10 
FICA 

CDD Procedure 

The AI must Avoid Transactions and 
Business Relationships with Persons and 
Entities identified by the United Nations 
Security Council 

FICA 
Sec 26B & 

26C 
Universal 

9.11 
FICA 

CDD Procedure 

The AI must perform Additional Client Due 
Diligence Procedures where a client is a 
Domestic Prominent Influential Person 

FICA 
Sec 21G 

Accountable 
Institutions 

9.12 
FICA 

CDD Procedure 

The AI must perform Additional Client Due 
Diligence Procedures where a client is a 
Foreign Prominent Public Official  

FICA 
Sec 21F 

Accountable 
Institutions 

9.13 
FICA 

CDD Procedure 

The AI must perform Additional Client Due 
Diligence Procedures where a client is a 
Family Member or a Close Associate of a 
DPIP or a FPPO 

FICA 
Sec 21H 

Accountable 
Institutions 

9.14 
FICA 

CDD Procedure 

The AI must perform Additional Client Due 
Diligence Procedures where a client is a 
Legal Person, Trust or Partnership 

FICA 
Sec 21B 

Accountable 
Institutions 

9.15 
FICA 

CDD Procedure 

The AI must when in Doubt, confirm the 
Veracity of previously obtained Client 
Information 

FICA 
Sec 21D 

Accountable 
Institutions 

9.16 
FICA 

CDD Procedure 

The AI must perform Ongoing Client Due 
Diligence Procedures and the Monitoring 
of Transactions of existing Business 
Relationships 

FICA 
Sec 21C 

Accountable 
Institutions 

9.17 
FICA 

Reporting Duty 
The AI must submit Cash Threshold 
Reports within the prescribed time limit  

FICA 
Sec 28 

Accountable 
& Reporting 
Institutions 

9.18 
FICA 

Reporting Duty 

The AI must submit Suspicious or 
Unusual Transaction Reports within the 
prescribed time limit 

FICA 
Sec 29 

Universal 

9.19 
FICA 

Reporting Duty 
The AI must submit Terrorist Property 
Reports within the prescribed time limit 

FICA 
Sec 28A 

Accountable 
Institutions 

9.20 
FICA 

Recordkeeping 

The AI must keep and maintain 
Transaction Records for the required 
period 

FICA 
Sec 22A & 

23 

Accountable 
Institutions 

9.21 
FICA 

Recordkeeping 
The AI must keep and maintain Client Due 
Diligence Records for the required period 

FICA 
Sec 22 & 

23 

Accountable 
Institutions 

9.22 
FICA 

Recordkeeping 

The AI must ensure Compliance where 
Transaction Records or Client Due 
Diligence Records are kept and 
maintained by a Third Party 

FICA 
Sec 24 

Accountable 
Institutions 
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9.23 
FICA 

Awareness 
Training 

The AI must provide Training to ensure 
compliance with FICA and the AI’s AML & 
CTF RMCP 

FICA 
Sec 43 

Accountable 
Institutions 

 

FICA GOVERNANCE RISK AND COMPLIANCE (GRC) STANDARDS 

9.1 MAINTAIN AML & CTF RMCP 

For the purposes of risk management and crime prevention, the AI has developed and implemented 

this AML & CTF RMCP to detect and prevent instances of money laundering and terrorist financing 

from occurring or being associated with the AI in any way. 

 

The AML & CTF RMCP has been approved by the AI’s governing body and will be reviewed on an 

annual basis to ensure that the AML & CTF RMCP remains relevant to the AI’s operations and the 

achievement of the AI’s FICA compliance objectives. 

 

The FICA Compliance Officer will conduct regular reviews to establish compliance levels 

 

9.2 GOVERN COMPLIANCE WITH THE AML & CTF RMCP 

The AI’s governing body recognises its responsibility of ensuring that all employees comply with the 

provisions of FICA and the processes outlined in the AML & CTF RMCP.  

 

The AI has therefore established a compliance function as part of its risk management framework 

which is supervised by a FICA Compliance or Risk Officer and where necessary, a Deputy FICA 

Compliance Officer.  

 

The compliance function will at all times be exercised with such due diligence, care and degree of 

competency as may reasonably be expected from the FICA Compliance or Risk Officer.  

 

In performing his or her duties, the FICA Compliance or Risk Officer will provide written reports on 

the course of, and the progress achieved with, compliance monitoring duties and make 

recommendations to the AI’s governing body with regards to any AML & CTF compliance 

requirements. 

 

The AI’s FICA Compliance Officer is responsible for ensuring compliance with FICA and the AI’s 

AML & CTF RMCP. Consideration will be given on an annual basis to the re-appointment or 

replacement of the FICA Compliance Officer and the re-appointment or replacement of any Deputy 

FICA Compliance Officers. 

 

  An example of a “FICA Compliance Officer Appointment Letter” can be found under Annexure A. 

 

9.3 FIC REGISTRATION 

The FICA Compliance Officer will ensure that the AI is registered as an “accountable institution” 

and/or “reporting institution”, whichever the case may be, with the FIC within 90 days from the date 

of commencing its business.  

The FICA Compliance Officer will retain the following records pertaining to the registration process: 

The AI’s “Org ID”; 

▪ The AI’s particulars provided during the registration process; 

▪ The log-in particulars required to access the FIC’s reporting portal (“goAML”); 

▪ The “Confirmation of Entity Registration” notification received from the FIC. 
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The FICA Compliance Officer will ensure that the AI remains registered whilst operating as one of 

the businesses listed under Schedule 1 and/or Schedule 3 of FICA. 

 

  FIC Registration guidelines can be found under Annexure B. 

 

9.4 CHANGES TO FICA REGISTRATION PARTICULARS 

The FICA Compliance Officer will monitor any changes to the AI’s business particulars and/or contact 

details which must be communicated to the FIC.  

Where any of the AI’s particulars are updated subsequent to the registration process, the FICA 

Compliance Officer will communicate these changes to the FIC within 15 business days after such 

change, but no later than 90 days after such change. 

The FICA Compliance Officer will update the AI’s details via the FIC’s website portal and will ensure 

that the updated information is validated within 5 business days of communicating any changes.  

The FICA Compliance Officer will keep a record of his or her instructions to the FIC as well as any 

confirmation notifications received from the FIC.    

9.5 FICA CLIENT DUE DILIGENCE PROCEDURES 

The AI has adopted a risk-based approach with regards to performing Client Due Diligence 

procedures. The risk-based approach allows the AI’s employees to conduct proportionate levels of 

identification and verification activities depending on the ML/TF risks that have been identified for 

each individual transaction.   

 

All employees responsible for interacting with clients and/or maintaining client and transaction 

records will at all times observe the AI’s implemented control measures and conduct the appropriate 

Client Due Diligence procedures as outlined in the Client Due Diligence Activity Sheet. 

 

  The Client Due Diligence Activity Sheet can be found under Annexure J.  

 

The FICA Compliance Officer will monitor employee’s continued compliance with the Client Due 

Diligence procedures as outlined below. 

 

Enhanced Due Diligence Procedures where a ML/TF High-Risk Transaction is Identified: 

As part of its client onboarding process, the AI will determine whether a single transaction, or a 

transaction to be concluded pursuant to a new or an existing business relationship, must be classified 

as a ML/TF High-Risk transaction.  

  ML/TF High-Risk transactions are those transactions that have been identified by the AI  

  as more likely to be exploited for money laundering or the financing of terrorism purposes. 

 A ML/TF High-Risk transaction, is any transaction where: 

▪ A product or service that has been previously identified by the AI as a ML/TF High-Risk    

product or service, forms part of that transaction, or 

▪ A client or client representative who is party to that transaction, has been identified by the AI 

as a ML/TF High-Risk person 

The AI will perform Enhanced Client Due Diligence procedures on all prospective and existing clients 

that are party to a ML/TF High-Risk transaction. 

 

  Where the ML/TF Risks are assessed as being lower, the AI will perform less onerous  

  Client Due Diligence procedures as outlined below: 
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Identified ML/TF Risk 
Client Due Diligence 

Procedure 

No ML/TF Risk Quick CDD procedure 

Low ML / TF Risk Quick CDD Procedure 

Moderate ML / TF 

Risk 

Standard CDD Procedure 

High ML / TF Risk Enhanced CDD Procedure 

 

The FICA Compliance Officer will initiate and facilitate the Product and Service ML/TF Risk Analysis 

process as outlined in Annexure C in order to determine which products and services provided by 

the AI, should be classified as ML/TF High-Risk products and services. 

 

The FICA Compliance Officer will initiate and facilitate a review of the Client ML/TF Risk Identification 

criteria as outlined in Annexure D in order to determine the criteria that must be taken into 

consideration by employees when having to establish whether a prospective or existing client, is to 

be classified as a ML/TF High-Risk person. 

 

  The FICA Compliance Officer will initiate the Product and Service ML/TF Risk Analysis process: 

▪ Whenever a new service or product is introduced by the AI as an additional offering 

▪ On an Annual basis 

   

The FICA Compliance Officer will review the Client ML/TF Risk Identification criteria: 

▪ On an Annual basis 

 

9.6 UNDERSTANDING AND OBTAINING INFORMATION CONCERNING A NEW BUSINESS 

RELATIONSHIP  

When engaging with a prospective client to establish a business relationship, the AI will obtain 

information to reasonably enable the AI to determine whether future transactions that will be 

performed in the course of the business relationship concerned, are consistent with the AI’s 

knowledge of the prospective client. 

 

The information that must be sourced by employees interacting with clients or client representatives 

must be of such quality to adequately describe: 

▪ The nature of the business relationship, 

▪ The intended purpose of the business relationship, and 

▪ The source of funds which the prospective client expects to use in concluding transactions 

during the 

▪ course of the business relationship. 

 

All employees responsible for interacting with clients will determine whether a prospective client 

intends to conclude a single transaction or enter into a new business relationship with the AI by: 

▪ Firstly, establishing whether the particular service or product requested by the client or client 

representative, is of such nature that it lends itself only to the establishment of a new business 

relationship, and 

▪ Secondly, enquiring from the client or client representative, whether his or her intention is to 

conclude 

▪ only a single transaction or to establish a new business relationship with the AI. 
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  This process is visually represented in the Client Transaction Flowchart provided for in Annexure I. 

 

Where it is established that the client is entering into a new business relationship with the AI, the 

employee will record the nature and intended purpose of the business relationship in the fields 

provided on the appropriate Client Due Diligence Form. The source of funds which the client expects 

to use in concluding transactions must also be recorded on the Client Due Diligence Form. 

 

All employees responsible for interacting with clients or client representatives will ensure that the 

relevant due diligence information provided pursuant to a new business relationship, is transferred 

and recorded on the Business Relationship Due Diligence Register.  

 

All information must be recorded within one business day of establishing a new business relationship 

with the client. The register can be kept electronically on a central database and must be backed-up 

periodically for FICA record keeping purposes. 

 

  An example of a Business Relationship Due Diligence Register can be found under Annexure K.  

 

The FICA Compliance Officer will monitor the AI’s continued compliance with this requirement by 

performing spot checks on the Business Relationship Due Diligence Register. 

 

9.7 ESTABLISHING AND VERIFYING THE IDENTITY OF PROSPECTIVE CLIENTS 

When engaging with a prospective client to enter into a single transaction or to establish a new business 

relationship, the AI will, in the course of concluding that single transaction or establishing the business 

relationship: 

▪ Establish and verify the identity of the client, 

▪ If another person is acting on behalf of the client, establish and verify the identity of that other 

person and that person’s authority to act on behalf of the client i.e. the client representative’s 

identity and authority to act on behalf of the client. 

 

All employees responsible for interacting with clients or client representatives will complete the 

appropriate Client Due Diligence Form in order to establish, and where so required, verify the identity of 

a prospective or an existing client.  

 

The following six Client Due Diligence Forms can be found under Annexure L: 

 

 Natural Person Client 

This Client Due Diligence Form must be completed where the client is a natural person acting in his 

or her own capacity. 

 

 Client Representative 

This Client Due Diligence Form must be completed where a natural person is acting on behalf of a 

client such as another natural person, a legal person, a partnership, a trust or another entity type. 

 

Legal Person 

This Client Due Diligence Form must be completed where the client is a legal person irrespective of 

whether or not the legal person incorporated in South Africa. For example, a Foreign Company or a 

Close Corporation would fall under the definition of a “legal person”. 

 

Partnership 

 This Client Due Diligence Form must be completed where the client is a partnership. 
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 Trust 

 This Client Due Diligence Form must be completed where the client is a trust. 

 

 Other Entity Type 

This Client Due Diligence Form must be completed where the client is not a natural person, a legal 

person, a partnership or a trust. Examples of “other entity types” include: 

o An Administered Estate 

o A Fund 

o A Trade Union 

o A Cooperative 

o A University or a School 

o A Religious Institution such as church, temple or mosque 

o A Sports Club 

o A Body Corporate 

o A Home Owners Association 

 A Municipality or other Organ of State 

 

 Employees will be required to complete the relevant sections indicated on the Client Due Diligence 

Forms.  

 

 Due Diligence Forms are divided into the following Two Lines of Control: 

 

First Line Risk Rating 

First Line Risk Rating criteria are those indictors that have been determined to be relevant to the Client 

ML/TF Risk Identification process provided for under Annexure D. 

 

The First Line Risk Rating criteria carries more weight with regards to assessing a transaction’s ML/TF 

risk when compared to that of the AI’s Product and Service related ML/TF risk. Accordingly, any First 

Line Risk findings will take precedence over that of the Second Line Risk findings. 

 

The First Line Risk Ratings are indicated on both the Natural Person Client and the Client 

Representative Due Diligence Forms and must be completed by the employee interacting with the 

client or client representative for each and every transaction.  

The employee must proceed to complete the relevant column depending on whether the transaction 

is a “single transaction”, forms part of an “existing business relationship” or signals the establishment 

of a “new business relationship”.  

 

Where the employee has indicated a positive response (“yes”) to any of the First Line Risk Rating 

criteria, the employee will proceed to conduct the corresponding Client Due Diligence procedure 

provided for under the Client Information section i.e. either a Quick Client Due Diligence, a Standard 

Client Due Diligence or an Enhanced Client Due Diligence. Where more than one First Line Risk Rating 

is found to apply in a particular instance, the employee will proceed to conduct the most stringent Client 

Due Diligence procedure.  

 

It is only where the employee has indicated a negative response (“no”) to all the First Line Risk Rating 

criteria, that the employee will be required to complete the Second Line Risk Rating section. 
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Second Line Risk Rating 

Second Line Risk Rating sets out the three risk ratings that may apply to the AI’s identified Product 

and Service ML/TF Risk. Refer to the Product and Service ML/TF Risk Analysis under Annexure C. 

 

The Second Line Risk Ratings are indicated on both the Natural Person Client and the Client 

Representative Due Diligence Form and need only be completed by the employee facilitating a 

transaction where none of the First Line Risk Ratings are found to apply. 

 

The employee must proceed to complete the relevant row depending on the identified ML/TF Risk 

Rating of the requested product and/or service, of the relevant column depending on whether the 

transaction is only a “single transaction”, forms part of an “existing business relationship” or singles 

the establishment of a “new business relationship”.  

 

Where the employee has indicated a positive response (“yes”) to any of the Second Line Risk Rating 

criteria, the employee will proceed to conduct the corresponding Client Due Diligence procedure 

provided for under the Client Information section i.e. either a Quick Client Due Diligence, a Standard 

Client Due Diligence or an Enhanced Client Due Diligence. 

 

 Client Information 

The employee must capture the client’s, and where applicable, the client representative’s information, 

as provided for in the various information fields indicated for the relevant Client Due Diligence 

procedure.  

 

Where it is established that a “Standard Client Due Diligence” must be conducted, it will include the 

client information indicated for a Quick Client Due Diligence. Where it is established that an Enhanced 

Client Due Diligence must be conducted, it will include the client information indicated for a Quick and 

a Standard Client Due Diligence. 

 

For example, where the client is a company entering into a new business relationship with the AI for 

the first time, the employee will first capture the information provided for in the Client Representative 

Due Diligence Form under the “New Relationship” column. i.e. the information of the person who is 

acting on behalf of the company must first be captured. Where it is then established that an Enhanced 

Client Due Diligence must be performed, the employee will proceed to capture the information 

indicated under the Quick, Standard and Enhanced client information fields for both the client 

representative as well as the legal person. 

 

 

 Client Beneficial Owners 

Where the client is a Legal Person, a Trust or a Partnership entering into a single transaction or 

establishing a new business relationship with the AI, the employee will capture the information fields 

indicated under the “Client Beneficial Owners” section. The employee need not complete these fields 

where the client is an existing client of the AI and the information has already been captured on a 

previous occasion. 

 

Transaction Information 

When establishing a new business relationship with a client, the employee will capture the information 

fields indicated under the “Transaction Information” section. The employee need not complete these 

fields where the client is concluding a single transaction or where the client is an existing client of the 

AI and the information has already been captured on a previous occasion. 
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Verification Methodology 

The employee will verify the information captured in the “Client Information” section only where so 

required in terms of the indicated Client Due Diligence procedure i.e. either a Standard or an Enhanced 

Client Due Diligence procedure.  

In certain instances, the indicated verification method may require the client to sign a Source of Funds 

Declaration. An example of Source of Funds Declaration can be found under Annexure H. 

 

All documentation or other forms of confirmation provided in order to verify the information captured 

on the client information fields will be saved as part of the transaction records to be kept for that 

particular client. 

 

 Signature Section 

The employee conducting the Client Due Diligence on behalf of the AI must sign and date the Client 

Due Diligence Form. 

 

9.8 AVOIDING CLIENTS WITH APPARENT FALSE OR FICTICIOUS NAMES 

The AI will not conclude a single transaction or establish a business relationship with an anonymous 

client, or a client with an apparent false or fictitious name. 

If at any stage during the employee’s interactions with a client or a client representative, the employee 

suspects that a false or fictitious name is being provided, the employee will: 

▪ refrain from communicating his or her suspicion to the client or client representative, 

▪ attempt to complete the Client Due Diligence Form, 

▪ terminate the transaction, and 

▪ report his or her suspicion to the FICA Compliance Officer 

The FICA Compliance Officer will investigate all such reports and consider submitting a Suspicious or 

Unusual Transaction Report to the FIC. 

9.9 AVOIDING AND TERMINATING A BUSINESS RELATIONSHIP OR SINGLE 

TRANSACTION WHERE UNABLE TO CONDUCT A CDD 

  Where the AI is unable to: 

▪ establish or verify the identity of a client, and/or the identity of a client representative, or 

▪ obtain information regarding the nature of and/or the intended purpose of the business relationship, 

or 

▪ obtain information regarding the source of funds the client expects to use in concluding 

transactions in the course of the business relationship concerned, or 

▪ perform ongoing due diligence procedures 

  The AI will (as it applies): 

▪ Not establish a business relationship or conclude a single transaction with that client 

▪ Conclude a single transaction in the course of a business relationship, or perform any act to give 

effect to a single transaction 

▪ Terminate an existing business relationship with a client. 

Where employees responsible for interacting with clients and/or maintaining client and transaction 

records are unable to conduct a Client Due Diligence procedure for any reason, the employee will 

cancel the transaction and inform the FICA Compliance Officer. 

The FICA Compliance Officer will investigate the reason why the Due Diligence procedure cannot be 

performed and will take the necessary appropriate action. 
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9.10 AVOIDING TRANSACTIONS AND BUSINESS RELATIONSHIPS WITH PERSONS AND 

ENTITIES IDENTIFIED BY THE UNITITED NATIONS SECURITY COUNCIL 

The AI will avoid all transactions where it is suspected that the transaction will or may facilitate the 

acquisition, collection, use or provision of property or any other economic support, for the benefit of, or 

at the direction of, or under the control of a person or an entity identified pursuant to a resolution of the 

Security Council of the United Nations.  

The AI will take reasonable measures to establish whether a prospective client, or an existing client or 

client representative is indicated on the UN Security Council Sanction List. 

Employees responsible for interacting with clients and/or maintaining client and transaction information 

will screen clients and client representatives against the UN Security Council Sanction list in the 

following situations: 

▪ When concluding a single transaction or establishing a new business relationship, or 

▪ When performing ongoing due diligence procedures on existing clients. 

 

The enquiry will form part of the First Line ML/TF Client Risk Rating criteria as provided for on the Client 

Due Diligence Forms. 

  The procedure to access the UN Security Council Sanction list is indicated under Annexure E. 

If at any stage during the employee’s interactions with a client or a client representative, the employee 

suspects that a client is listed on the UN Sanction list, the employee will report this suspicion to the FICA 

Compliance Officer. 

The FICA Compliance Officer will investigate all such reports and consider submitting a Suspicious or 

Unusual Transaction Report, a Terrorist Financing Activity Report or a Terrorist Financing Transaction 

Report to the FIC. 

9.11 ADDITIONAL DUE DILIGENCE PROCEDURES WHERE A CLIENT IS A DOMESTIC 

PROMINENT INFLUENTIAL PERSON 

The AI will determine whether a prospective client with whom it engages to establish a new business 

relationship, or the beneficial owner of that prospective client, is a domestic prominent influential person. 

Where it is established that the prospective client, or the beneficial owner of the prospective client, is a 

domestic prominent influential person, the AI will: 

▪ Regard the transaction as a ML/TF High-Risk transaction, and 

▪ Require the employee interacting with the client to obtain senior management approval before 

establishing the business relationship, and 

▪ Take reasonable measures to establish the source of wealth and source of funds of the client, and 

▪ Conduct enhanced ongoing monitoring of the business relationship. 

The enquiry will form part of the First Line ML/TF Client Risk Rating criteria as provided for in the Client 

Due Diligence Forms. 

  A list of acting positions classified as Domestic Prominent Influential Persons can be found under 

Annexure F. 

  The Senior Management Approval Procedure can be found under Annexure G. 

9.12 ADDITIONAL DUE DILIGENCE PROCEDURES WHERE A CLIENT IS A FOREIGN 

PROMINENT PUBLIC OFFICIAL 
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The AI will determine whether a prospective client with whom it engages to establish a business 

relationship, or the beneficial owner of that prospective client, is a foreign prominent public official. 

Where it is established that the prospective client, or the beneficial owner of the prospective client, is a 

foreign prominent public official, the AI will: 

▪ Regard the transaction as a ML/TF High-Risk transaction, and 

▪ Require the employee interacting with the client to obtain senior management approval for 

establishing the business relationship, and 

▪ Take reasonable measures to establish the source of wealth and source of funds of the client, and 

▪ Conduct enhanced ongoing monitoring of the business relationship. 

 

The enquiry will form part of the First Line ML/TF Client Risk Rating criteria as provided for in the Client 

Due Diligence Forms. 

A list of acting positions that must be classified as Foreign Prominent Public Officials can be found under 

Annexure F. 

 The Senior Management Approval Procedure can be found under Annexure G. 

9.13 ADDITIONAL DUE DILIGENCE PROCEDURES WHERE A CLIENT IS A FAMILY MEMBER 

OR A CLOSE ASSOCIATE OF A DPIP OR A FPPO 

The AI will determine whether a prospective client with whom it engages to establish a business 

relationship, or the beneficial owner of that prospective client, is an immediate family member or a known 

close associate of a domestic prominent influential person or a foreign prominent public official. 

Where it is established that the prospective client, or the beneficial owner of the prospective client, is an 

immediate family member or a known close associate of a domestic prominent influential person or a 

foreign prominent public official, the AI will: 

▪ Regard the transaction as a ML/TF High-Risk transaction, and 

▪ Require the employee interacting with the client to obtain senior management approval before 

establishing the business relationship, and 

▪ Take reasonable measures to establish the source of wealth and source of funds of the client, and 

▪ Conduct enhanced ongoing monitoring of the business relationship. 

The enquiry will form part of the First Line ML/TF Client Risk Rating criteria as provided for in the Client 

Due Diligence Forms. 

The following relationships between a natural person and a client will be regarded as an immediate 

family member relationship: 

▪ A spouse, civil partner or life partner 

▪ The previous spouse, civil partner or life partner 

▪ Children and stepchildren and their spouse, civil partner or life partner 

▪ Parents 

▪ Siblings and stepsiblings and their spouse, civil partner or life partner 

 

  The Senior Management Approval Procedure can be found under Annexure G. 

9.14 ADDITIONAL DUE DILIGENCE PROCEDURES WHERE A CLIENT IS A LEGAL PERSON, 

TRUST OR PARTNERSHIP 

The AI will determine whether a prospective client with whom it engages to establish a business 

relationship is a legal person, trust or a partnership between natural persons. 



 

Page 23 of 68 
 

Where it is established that the prospective client is a legal person, whether incorporated or originated 

in South Africa or elsewhere, the AI will establish: 

▪ The nature of the client’s business, and 

▪ The ownership and control structure of the legal person, and 

▪ The identity of each beneficial owner of the legal person 

 

In order to determine the identity of each beneficial owner, the AI will determine and verify the identity 

of each natural person who, independently or together with another person, has a controlling ownership 

interest in the legal person. i.e. identify and verify the identity of each natural person who independently 

or together with another person, directly or indirectly owns the legal person or exercises effective control 

over the legal person. 

Where the AI is uncertain whether or not a natural person is the beneficial owner of the legal person, or 

in any situation where no natural person is identified as having a controlling ownership interest in the 

legal person, the AI will determine the identity of each natural person who exercises control of that legal 

person through any other means. 

Where the AI is still unable to identify a natural person, the AI will determine the identity of each natural 

person who exercises control over the management of the legal person, including that person’s capacity 

as executive officer, non-executive director, independent non-executive director, director or manager. 

Where it is established that the prospective client is a partnership between natural persons, whether 

incorporated or originated in South Africa or elsewhere, the AI will establish and verify: 

▪ The identifying name of the partnership, and 

▪ The identity of every partner, including every member of a partnership en commandite, an 

anonymous partnership or any similar partnership, and 

▪ The identity of each natural person who purports to be authorised to enter into a single 

transaction or to establish a business relationship with the AI on behalf of the partnership. 

 

Where it is established that the prospective client is a trust between natural persons, whether 

incorporated or originated in South Africa or elsewhere, the AI will establish and verify: 

▪ The identifying name and number of the trust, and 

▪ Where applicable, the address of the Master of the High Court where the trust is registered, 

and 

▪ The identity of the founder, and 

▪ The identity of each trustee, and 

▪ The identity of each natural person who purports to be authorised to enter into a single 

transaction or to establish a business relationship with the AI on behalf of the trust, and 

▪ The identity of each beneficiary referred to by name in the trust deed or other founding 

instrument in terms of which the trust is created. 

 

Where the beneficiaries are not referred to by name in the trust deed or other founding instrument in 

terms of which the trust is created, the AI will establish the particulars of how the beneficiaries of the 

trust are determined. 

The additional information fields that must be completed is indicated on the relevant Client Due Diligence 

Forms and can be found under Annexure L. 

9.15 WHEN IN DOUBT, CONFIRMING THE VERACITY OF PREVIOUSLY OBTAINED CLIENT 

INFORMATION 
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Where the AI, subsequent to entering into a single transaction or establishing a business relationship, 

doubts the veracity or adequacy of previously obtained information regarding: 

▪ clients or client representatives that are natural persons,  

▪ legal persons,  

▪ partnerships, or  

▪ trusts, the AI will repeat the steps required to establish and verify the client’s or client 

▪ representative’s identity, to the extent that is necessary to confirm the information in question. 

 

In order to confirm the veracity of previously obtained client information, the FICA Compliance Officer 

will compare the information established and verified during the latest Client Due Diligence procedure 

with that of the information recorded in the Business Relationship Due Diligence Register.  

Where there is a discrepancy, the FICA Compliance Officer will update the information captured on the 

Business Relationship Due Diligence Register accordingly. 

The AI will conduct periodic client information reassessments in order to confirm whether the information 

that the AI has on record is still accurate and up-to-date. The frequency of these reassessments is 

depended on the client’s ML/TF Risk-Rating as provided for in the Business Relationship Due Diligence 

Register. 

  An example of a Business Relationship Due Diligence Register can be found under Annexure K. 

9.16 ONGOING DUE DILIGENCE AND THE MONITORING OF TRANSACTIONS OF EXISTING 

BUSINESS RELATIONSHIPS 

    The AI will conduct ongoing due diligence in respect of all existing business relationships. 

The ongoing due diligence process will include the monitoring of transactions undertaken throughout 

the course of the business relationship, including, where necessary: 

▪ the source of funds, to ensure that the transactions are consistent with the AI’s knowledge of the 

client and the client’s business and risk profile, and 

▪ the background and purpose of all complex, unusually large transactions, and all unusual 

patterns of transactions, which have no apparent business or lawful purpose.  

The ongoing due diligence process will also ensure that client information that was obtained during the 

Client Due Diligence procedure remains accurate and up-to-date. 

The FICA Compliance Officer will monitor client activities during the business relationship which are 

not consistent with the AI’s knowledge of the client.  

Where the FICA Compliance Officer has identified unusual patterns of transactions, he or she will 

investigate whether or not there is a valid reason or purpose for the client to conclude these unusual 

transactions.  

Where it is established that these transactions have no valid or lawful purpose, the FICA Compliance 

Officer will submit a Suspicious and Unusual Transaction Report to the FIC. 

9.17 SUBMITTING CASH THRESHOLD REPORTS WITHIN THE PRESCRIBED TIME LIMIT 

The AI will, within the prescribed period, report to the FIC the prescribed particulars concerning a 

transaction concluded with a client if in terms of the transaction, an amount of cash in excess of the 

prescribed amount: 

▪ is paid by the AI to a client or a client representative, or  

▪ is received by the AI from a client, or from a client representative. 
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Where an employee facilitates a cash transaction in excess of the prescribed amount, or a series of 

transactions where the aggregate of smaller amounts combines to equal the prescribed amount, he or 

she will notify the FICA Compliance Officer of this transaction in writing within one business day of such 

a transaction. 

The FICA Compliance Officer will submit a Cash Threshold Report to the FIC as soon as possible but 

not later than two days after the employee became aware of a cash transaction or series of cash 

transactions that has exceeded the prescribed limit. 

 

The FICA Compliance Officer will keep a record of all reports submitted to the FIC. 

9.18 SUBMITTING SUSPICIOUS OR UNUSUAL TRANSACTION REPORTS WITHIN THE 

PRESCRIBED TIME LIMIT 

Any person who knows or ought reasonably to have known or suspected that: 

▪ the AI has received, or is about to receive, or if a transaction was concluded, may have received, 

the proceeds of unlawful activities or property which is connected to an offence relating to the 

financing of terrorist and related activities, or a transaction or series of transaction to which the AI 

is a party: 

▪ facilitated or is likely to facilitate, or if the transaction was concluded, may have facilitated, the 

transfer of the proceeds of unlawful activities or property which is connected to an offence relating 

to the financing of terrorist and related activities, or 

▪ has no apparent business or lawful purpose, or 

▪ is conducted for the purpose of avoiding giving rise to a reporting duty under FICA, or 

▪ may be relevant to the investigation of an evasion or attempted evasion of a duty to pay any tax, 

duty or levy imposed by legislations administered by the South African Revenue Services, or  

▪ relates to an offence relating to the financing of terrorist and related activities, or 

▪ will or may facilitate the acquisition, collection, use or provision of property or any other economic 

support, for the benefit of, or at the direction of, or under the control of a person or an entity 

identified pursuant to a resolution of the Security Council of the United Nations. 

▪ the AI has been used or is about to be used, or if the transaction was concluded, may have been 

used, in any way for money laundering purposes or to facilitate the commission of an offence 

relating to the financing of terrorist and related activities, must within the prescribed period after 

the knowledge was acquired or the suspicion arose, report to the FIC the grounds for the 

knowledge or suspicion. 

 Where an employee suspects that the AI has been used or is about to be used, for money laundering 

or terrorist financing purposes, he or she will notify the FICA Compliance Officer of this transaction in 

writing within one business day of such a transaction. 

 The employee may not disclose his or her suspicion, or any information regarding the contents of any 

such notification to any other person, including the person in respect of whom the report is or must be 

made. 

 The FICA Compliance Officer will submit a Suspicious or Unusual Transaction Report to the FIC as 

soon as possible but not later than fifteen days after the employee became aware of a fact concerning 

a transaction on the basis of which knowledge or a suspicion concerning the transaction must be 

reported. 

  The FICA Compliance Officer will keep a record of all reports submitted to the FIC. 
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 The FICA Compliance Officer will also keep a record of all transactions and activities which gave rise 

to the submittal of a suspicious and unusual transaction report, for at least five years from the date on 

which the report was submitted to the FIC. 

 

9.19 SUBMITTING TERRORIST PROPERTY REPORTS WITHIN THE PRESCRIBED TIME LIMIT 

Where the AI has in its possession or under its control: 

▪ property associated with terrorist and related activities, or 

▪ property owned or controlled by or on behalf of, or at the direction of a specific person or entity 

identified: 

• by a notice issued by the President under Section 25 of POCDATARA, or 

• pursuant to a resolution of the Security Council of the United Nations, the AI will within the 

prescribed period report that fact to the FIC. 

 

Where an employee has knowledge that the AI has in its possession or under its control property 

associated with terrorist or related activities, he or she will notify the FICA Compliance Officer within one 

business day after he or she has established this fact. 

 

The FICA Compliance Officer will submit a Terrorist Property Report to the FIC as soon as possible but 

not later than five days after the employee established that the AI has property associated with terrorist 

and related activities in its possession or under its control. 

 

The FICA Compliance Officer will keep a record of all reports submitted to the FIC. 

9.20 MAINTAINING TRANSACTION RECORDS FOR THE REQUIRED PERIOD  

The AI will keep a record of every transaction (whether the transaction is a single transaction or 

concluded in the course of a business relationship), which the AI has with all its clients. 

The AI will ensure that the transaction records: 

▪ contain sufficient information, to enable the AI to readily reconstruct the transaction, and  

▪ that all transaction records reflect at least: 

▪ the amount involved and the currency in which it was denominated 

▪ the date on which the transaction was concluded 

▪ the parties to the transaction 

▪ the nature of the transaction 

▪ any business correspondence, and 

▪ where the AI provides account facilities to its clients, the identifying particulars of all accounts 

and the account files at the AI that are related to the transaction. 

 

The transaction records may be kept in electronic form. Where the AI maintains transaction records in 

electronic form, the FICA Compliance Officer will ensure that these records are capable of being 

reproduced in a legible format and that they are backed-up on a periodic basis. 

 

The FICA Compliance Officer will keep all transaction records for at least five years from the date on 

which the transaction was concluded. 

9.21 MAINTAINING CLIENT DUE DILIGENCE RECORDS FOR THE REQUIRED PERIOD 

The AI will keep an accurate record of: 

▪ all information pertaining to a client, or a prospective client, pursuant to the Customer Due 

Diligence requirements 
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▪ copies of, or references to, information provided to or obtained by the AI to verify a person’s 

identity, and 

▪ in the case of a business relationship, reflect the information obtained by the AI concerning: 

▪ the nature of the business relationship 

▪ the intended purpose of the business relationship, and 

▪ the source of funds which the prospective client is expected to use in concluding transaction in 

the course of the business relationship 

The due diligence records may be kept in electronic form. Where the AI maintains due diligence records 

in electronic form, the FICA Compliance Officer will ensure that these records are capable of being 

reproduced in a legible format and that they are backed-up on a periodic basis. 

The FICA Compliance Officer will keep all Customer Due Diligence records, for at least five years from 

the date on which the business relationship is terminated.   

In respect of each Client, the AI must keep CDD records that reflect the following information – 

▪ the name of the Client; and 

▪ the means through which the Client's name was established; and 

▪ the documents by which the Client's name was verified; and 

▪ the Employee who established and verified the Client's name. 

 

In respect of each Transaction, whether in the context of a single Transaction or AI Relationship, the 

Employee must keep records of the – 

▪ amount and currency involved; and 

▪ date; and 

▪ parties involved; and 

▪ nature of the Transaction; and 

▪ underlying AI correspondence. 

 

The FICA Compliance or Risk Officer must ensure that all records kept in terms of this RMCP are stored 

for at least 5 (five) years following the conclusion of a single Transaction or the termination of a AI 

Relationship, in such a manner that – 

▪ they are readily retrievable should they be requested by the FIC or any other person legally 

entitled to them; and 

▪ they are protected, through physical and other controls, against unauthorised access thereto; 

and 

▪ back-up records / copies of the records are stored separately from the original records. 

9.22 ENSURING COMPLIANCE WHERE TRANSACTION OR DUE DILIGENCE RECORDS ARE 

MAINTAINED BY A THIRD PARTY 

Where the AI has outsourced the recordkeeping requirements to a third party, the AI will ensure that: 

▪ the AI has free and easy access to the records, 

▪ the records are readily available to the FIC or any other relevant supervisory body, and 

▪ it provides the FIC with the prescribed particulars concerning the third party. 

 

The FICA Compliance Officer will without delay provide the FIC with the third party’s: 

▪ full name, if the third party is a natural person, or registered name, if the third party is a close 

corporation or a company 

▪ The full name and contact particulars of the individual who exercises control over access to 

the records 

▪ The address where the records are kept 

▪ The address where the third-party exercises control over the records 



 

Page 28 of 68 
 

▪ The full names and contact particulars of the individual who liaises with the third party on 

behalf of the AI. 

 

9.23 FICA AWARENESS TRAINING 

The AI will provide ongoing training to its employees to enable them to comply with the provisions of 

FICA and the AML & CTF Risk Management and Compliance Programme. 

  

10. THE AI’S APPROACH TO RISK 

The AI's approach is not to seek to quantify the metrics used to measure risk. Rather, a binary approach is 

adopted, which distinguishes between high risk and low risk, doing so on a qualitative basis. 

A high-risk Client is any Client – 

▪ whose single Transaction or AI Relationship will be financed through a Cash payment of R25 000.00 

(twenty-five thousand rand) or more, as opposed to through a bond or similar arrangement from a 

financial institution that is duly registered as such; or 

▪ who is a natural person, but is not a citizen or permanent resident of South Africa; or 

▪ that is a partnership, trust, company or close corporation, regardless of whether or not it was formed 

in South Africa – 

▪ that has no operations or AI premises in South Africa; and 

▪ that cannot produce the letter and documents / records which letter and documents must be from a 

Secondary Accountable Institution based in an FATF Member State; or 

▪ who is an FPPO; or 

▪ who is suspect, whether or not they fit into any of the categories listed under paragraph 9. A Client 

may, in the Risk Officer's discretion, be regarded as suspect for any reason relating to the Client's 

conduct in the context of a single Transaction or AI Relationship, which conduct includes (without 

limitation) – 

▪ a reluctance or refusal to provide information; or 

▪ an unusual or inexplicable preference for dealing with the AI via correspondence or via electronic 

media, as opposed to in person, particularly for the purposes of the CDD; 

▪ a patent lack of concern or disregard for the costs involved; or 

▪ deliberate evasiveness or vagueness when providing information; or 

▪ any other conduct or circumstances that, when viewed objectively, and when considered in light of all 

of the relevant factors taken as a whole, should be regarded with suspicion; or 

[Note: the AI may amend in any way the above list of high-risk indicators as it sees fit.] 

The AI's approach to risk may be justified on the basis that – 

▪ the products and services that the AI provides are fairly homogeneous, of a narrow range and not 

overly sophisticated; and 

▪ the AI's Transactions often involve two other Accountable Institutions, namely banks and conveyancing 

attorneys. 

 

11. ONGOING CDD FOR AI RELATIONSHIPS 

The AI must compare each Transaction under an AI Relationship against the information provided by the 

Client in the CDD forms pertaining to the – 

▪ nature of the AI Relationship; and 

▪ the purpose of the AI Relationship; and 

▪ the source of the funds that will finance the AI Relationship, 

▪ and must update such information and any other documents originally forming part of the CDD in 

respect of that Client where necessary. 

 

12. TREATMENT OF LEGACY CLIENTS 
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Before receiving any Value from a Legacy Client after the Implementation Date, the AI must treat such Legacy 

Client as if it were a Prospective Client looking to enter into a AI Relationship with the AI, and carry out the full 

range of CDD procedures in accordance with this RMCP. 

The CDD procedures need only be conducted in respect of information and documents that the AI does not 

already have its possession, except where a Legacy Client is characterised as a high-risk Client in which 

event the CDD procedures must be conducted in full, notwithstanding any duplication of information or 

documents. 

 

13. FREEZING OF ASSETS VERSUS CONTINUATION OF REPORTED MATTERS 

 

In case the Company will identify after the screening and monitoring procedures, an individual that has being 

categorized as terrorist by the United Nations, it will make sure to apply the necessary measured as such as 

the freezing of assets and other financial sanctions as per the United Nations guidelines.   

 

With the exception of a report about property contemplated the AI ,may, continue with or give effect to the 

matter in question giving rise to that report, unless the FIC instructs the AI otherwise in writing. 

 

14. LIST OF FATF MEMBER STATES 

The following countries are FATF Member States as at Feb 2023 – 

Argentina 

Australia 

Austria 

Belgium 

Brazil 

Canada 

China 

Denmark 

European Commission 

Finland 

France 

Germany 

Greece 

Gulf Co-operation Council 

Hong Kong, China 

Iceland 

India 

Indonesia 

Ireland 

Israel 

Italy 

Japan 

Korea 

Luxembourg 

Malaysia 

Mexico 

Netherlands 

New Zealand 

Norway 

Portugal 



 

Page 30 of 68 
 

Russian Federation * (suspended as of 24th of February 2023) 

Saudi Arabia 

Singapore 

South Africa 

Spain 

Sweden 

Switzerland 

Türkiye 

United Kingdom 

United States 

 

 

 

 

15. LIST OF FPPO POSITIONS 

The following positions in respect of countries other than South Africa are FPPO positions– 

Head of state; 

Member of royal family; 

Member of cabinet or similar structure; 

Senior member or leader of a political party; 

Senior judicial officer; 

Senior executive of a state-owned entity; or 

High-ranking military officer. 

 

16. LIST OF DPIP POSITIONS 

The following people are deemed DPIPs – 

 

• President or deputy president of South Africa; 

• Cabinet minister or deputy minister; 

• Premier of a province; 

• Member of executive council of a province; 

• Mayor of a municipality; 

• Leader of a political party; 

• Member of a royal family or a senior traditional leader; 

• Head, accounting officer or chief financial officer of a national or provincial department; 

• Manager or chief financial officer of a municipality; 

• Chairperson, chief executive officer, accounting authority, chief financial officer or chief    

investment officer of a public entity; 

• Prominent judge in the Constitutional Court, Supreme Court of Appeal or the High Court or any 

equivalent court; 

• Ambassador, high commissioner or senior representative of a foreign country who is based in 

South Africa; 

• Person occupying any of the following positions, in a company that sells goods or services to the 

government worth more than [INSERT AMOUNT ONCE GAZETTED]– 

• Chairperson of the board of directors; 

• Chairperson of audit committee; 

• Executive officer; or  

• Chief financial officer. 
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17. LIST OF ACCOUNTABLE INSTITUTIONS 

The following persons are Accountable Institutions – 

• Attorneys; 

• Persons who invest, possess, control or administer trust property; 

• Estate agents; 

• Authorised users of exchanges; 

• Managers of collective schemes; 

• Banks; 

• Mutual banks; 

• Long-term insurers; 

• Casinos; 

• Dealers in foreign exchange; 

• Money lenders who are secured by securities; 

• Financial services provider; 

• Persons who deal in travellers' cheques, money orders, or similar instruments; 

• The Post Bank; 

• The Ithala Development Finance Corporation; and  

• Money remitters. 
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18. ANNEXURES: 

 

ANNEXURE A: FICA COMPLIANCE OFFICER APPOINTMENT LETTER 

 

▪ In terms of Section 42A of the Financial Intelligence Centre Act 38 of 2001 (“FICA”), every Accountable 

Institution must ensure compliance by the accountable institution and its employees with the provisions of 

FICA and the AI’s AML & CTF RMCP. 

▪ Accordingly, the AI must consider appointing a person with the responsibility of ensuring compliance by 

the AI and its employees with the obligations imposed by the provisions of FICA and the AI’s AML & CTF 

RMCP. 

▪ The FICA Compliance Officer is not required to satisfy any minimum Fit and Proper requirements. However, 

it is recommended that the individual has a thorough understanding of: 

 FICA’s provisions and regulations 

 any Guidance Notes issued by the FIC 

 the AI’s services, products, reporting structures and business processes 

 the AI’s AML & CTF RMCP 

▪ The FICA Compliance Officer must have sufficient authority and seniority within the AI to perform his or her 

duties. 

▪ The FICA Compliance Officer must have sufficient independence to have access to the AIs’ operational 

business units in order to effect corrective actions where so required. 

▪ The format and contents of this document are made available as an example. It is the responsibility of the 

user to customise this document to the user’s specific needs, circumstances and any other regulatory 

requirements. 

▪ This document must be reviewed and aligned with the AI’s Risk Management & Compliance Framework 

on a periodic basis.  
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FICA COMPLIANCE OFFICER APPOINTMENT LETTER 

The following person is herewith appointed as the AI’s FICA Compliance Officer with immediate effect. 

The following person is herewith appointed as the AI’s FICA Compliance Officer with immediate effect. 

Name & Surname: 

AI: 

In making this appointment on behalf of the AI, I understand that the FICA Compliance Officer will require the 

support of the AI’s governing body in performing his or her responsibilities as provided for hereunder.  

This appointment may at any time be withdrawn or amended in writing. 

Name & Surname 

Signature 

Date 

You are entrusted with the following responsibilities: 

 Keeping up-to-date with the requirements of FICA and Regulations and Guidance Notes issued by the 

FIC 

 Establish and managing the AI’s compliance function pursuant to the requirements of FICA 

 Assisting the AI’s governing body with its annual review of the AML & CTF RMCP 

 Ensuring that the AI is registered with the FIC and keeping a record of the AI’s “goAML” log in 

particulars 

 Monitoring of changes to the AI’s contact particulars and communicating such changes to the FIC 

 Initiating and facilitating the Product and Service ML/TF Risk Analysis process 

 Initiating and facilitating reviews of the Client ML/TF Risk Identification Criteria 

 Periodic updating of UN Security Council Sanction List 

 Monitoring compliance with the submittal and continued record keeping of all Cash Threshold Reports 

 Monitoring compliance with the submittal and continued record keeping of all Suspicious or Unusual 

Transaction Reports 

 Monitoring compliance with the submittal and continued record keeping of all Terrorist Property 

Reports 

 Monitoring compliance with the retention and back-ups of all FICA Transaction Records and Client 

Due Diligence Records 

 Ensuring that employees undergo annual FICA Awareness Training 

 Periodic review of Senior Management Approval Procedure 

 Periodic review of Client Due Diligence Activity Sheet 

 Periodic review of Client Due Diligence Forms 
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 Ongoing Due Diligence and Monitoring of Existing Business Relationships 

 Client random spot checks: UN Security Council List 

 Client random spot checks: False or Fictitious verification documents 

 Client random spot checks: DPIP or FPPO 

 Client random spot checks: Family or Associate of DPIP or FPPO 

 Monitoring Compliance with Client Due Diligence procedure 

 Monitoring Compliance with Additional Information on a New Business Relationship 

 Annual review of the Compliance Monitoring Schedule 

 

In accepting this appointment, I understand that I must fulfil my responsibilities as the AI’s FICA Compliance 

Officer. 

I hereby accept the appointment as FICA Compliance Officer  

Signature Date 
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ANNEXURE B: FIC REGISTRATION GUIDELINES 

▪ In terms of Section 43B of the Financial Intelligence Centre Act 38 of 2001 (“FICA”), every Accountable 

Institution and Reporting Institution must within the prescribed period and in the prescribed manner, register 

with the FIC. 

▪ All registrations must be completed and submitted to the FIC electronically using the “GoAML” Registration 

System. In exceptional circumstances, the AI may make use of a manual paper-based mechanism to 

register. 

▪ There is no cost to register the AI. 

▪ Further instructions are available on the FIC’s website www.fic.gov.za 

▪ The format and contents of this document are made available as an example. It is the responsibility of the 

user to customise this document to the user’s specific needs, circumstances and any other regulatory 

requirements. 

▪ This document must be reviewed and aligned with the AI’s Risk Management & Compliance Framework 

on a periodic basis.  
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FIC REGISTRATION INSTRUCTIONS 

 

Where an AI is registering the AI as an Accountable Institution or Reporting Institution for the first 

time 

 

▪ Open your web browser and navigate to www.fic.gov.za 

 

▪ Click on “Register or Report” 

 

▪ Add the AI’s FICA Compliance Officer as a User by selecting “Register as AI” 

 

▪ Complete all necessary fields in the “AI” and “user” section of the electronic form 

 

▪ Select the appropriate AI business type from the dropdown menu (e.g. Attorney) 

 

▪ The user may choose his or her own “username” and “password” (the password must be between 5-10 

characters, contain at least one capital letter, a number and a special character) 

 

▪ The contact details provided for the AI and users must be that of the AI’s business details 

 

▪ The “Occupation” text field refers to the official job title of the user, e.g. FICA Compliance Officer, Director, 

Secretary 

 

▪ The user must upload a scanned copy of his or her identity document as well as an authorisation form 

under the “Attachments” section. The Authorisation letter must contain the user’s: First name, last name, 

ID number and role. 

 

▪ Enter the “Captcha” code and click on submit 

 

▪ The user will receive a “SHREG” reference number 

 

▪ If the registration is successful the user will receive a “Confirmation of Entity Registration” notification 
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ANNEXURE C: PRODUCT AND SERVICE ML/TF RISK ANALYSIS 

▪ In terms of Section 42 of the Financial Intelligence Centre Act 38 of 2001 (“FICA”), every Accountable 

Institution must be able to identify, assess, monitor, mitigate and manage the risk that the provision by the 

accountable institution of products and services may involve or facilitate money laundering activities or the 

financing of terrorist and related activities. 

▪ The Product and Service ML/TF Risk Analysis process: 

 Risk identification and analysis is an inclusive process which must be done as widely as possible within 

the AI. 

 Identify a group of employees that are representative of the AI and who together as a group, are familiar 

with the complete range of products and/or services provided by the AI. Smaller AIs can include 

everyone. 

 It is preferable that the identified group of employees undergo FICA Awareness training prior to the 

Product and Service ML/TF Risk Analysis process.  

 The training must enable the group to have a general understanding of the various stages of money 

laundering and how the financing of terrorism works.  

 Download a copy of the “Guidance Note on the Implementation of various aspects of FICA” from the 

FIC’s website and proceed to review the risk indicators typically associated with ML/TF High-Risk 

products and services. The AI’s product and service vulnerabilities may include certain features of its 

products and services, certain delivery channels, geographic areas and other contextual considerations.   

 Proceed to list all products and/or services offered by the AI.  

 Analyse the ML/TF risk for each of the listed products and/or services by firstly determining to what 

extent the various factors indicative of ML/TF risk apply to those individual products and/or services 

when compared to one another.    

 Use the Products and Service ML/TF Risk Matrix to plot the listed products and/or services into either a 

“No Risk”, “Low Risk”, “Moderate Risk” or a “High Risk” rating. 

 The AI must be able to demonstrate the ML/TF Risk identification and analysis process by documenting 

the group’s findings. Use the Products and Service ML/TF Risk Register to document all findings. 

▪ The format and contents of this document are made available as an example. It is the responsibility of the 

user to customise this document to the user’s specific needs, circumstances and any other regulatory 

requirements. 

▪ This document must be reviewed and aligned with the AI’s Risk Management & Compliance Framework 

on a periodic basis.  
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PRODUCT AND SERVICE ML/TF RISK MATRIX 
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Comparatively 

Very High 

No ML/TF 

Risk 

Moderate ML/TF 

Risk 
High ML/TF Risk High ML/TF Risk 

Comparatively 

Moderate 

No ML/TF 

Risk 
Low ML/TF Risk 

Moderate ML/TF 

Risk 
High ML/TF Risk 

Comparatively 

Low 

No ML/TF 

Risk 
Low ML/TF Risk Low ML/TF Risk 

Moderate ML/TF 

Risk 

  None Unlikely Likely Very Likely 

 
The likelihood that the particular Product or Service can be exploited for 

ML/TF purposes 
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PRODUCT AND SERVICE ML/TF RISK REGISTER 

 

Nr. Product / Service 
Likelihood 

Assessment 

Impact 

Assessment 

Product and/or 

Service 

ML/TF Risk Rating 

1 Example (Selling of Properties) Likely  Comparatively High High ML/TF Risk 

2 Example (Collective Investment 

Schemes) 

Very Likely Comparatively 

Moderate 

High ML/TF Risk 

3 Example (Selling of Motor vehicles) Likely Comparatively 

Moderate 

Moderate ML/TF Risk 

4 Example (Funeral Policies) Unlikely Comparatively 

Moderate 

Low ML/TF Risk 

5 Example (Short-term Insurance) Unlikely Comparatively Low Low ML/TF Risk 

6 Example (Advice on Retirement 

Planning) 

None N/A No ML/TF Risk 

     

     

     

     

     

     

     

     

     

     

     

     

     

     

     

     

     

     

     

     

 

 

 



 
 

 

ANNEXURE D: CLIENT ML/TF RISK IDENTIFICATION CRITERIA AND SUSPICIOUS BEHAVIOUR 

▪ In terms of Section 42 of the Financial Intelligence Centre Act 38 of 2001 (“FICA”), every Accountable 

Institution must be able to identify, assess, monitor, mitigate and manage the risk that the provision by the 

accountable institution of products and services may involve or facilitate money laundering activities or the 

financing of terrorist and related activities. 

▪ The Client ML/TF Risk Identification criteria: 

 The ML/TF risk associated with both prospective and existing clients may be determined on general 

criteria such as: 

 Whether the particular transaction being entered into is unusually large or complex 

 Whether the client is nervous or acting suspiciously 

 Whether the client is indicated on the United Nations Security Council sanction list 

 Whether the client is a Domestic Prominent Influential Person (“DPIP”) 

 Whether the client is a Foreign Prominent Public Official (“FPPO”) 

 Whether the client is a known close associate or an immediate family member of a DPIP or FPPO 

 Whether the client is a natural person or a legal person, trust or a partnership 

 Whether the transaction is less than R5000 

 Whether the transaction is consistent with the AI’s knowledge of the client 

 Whether there are any unusual patterns of transactions associated with the client 

 Download a copy of the “Guidance Note on the Implementation of various aspects of FICA” from the 

FIC’s website and proceed to review the risk indicators typically associated with ML/TF High-Risk client. 

These indicators may be included in the Risk Identification criteria. 

 Employees responsible for interacting with clients and/or maintaining client and transaction records must 

familiarise themselves with the indicators that may point towards suspicious client behaviour. 

▪ The format and contents of this document are made available as an example. It is the responsibility of the 

user to customise this document to the user’s specific needs, circumstances and any other regulatory 

requirements. 

▪ This document must be reviewed and aligned with the AI’s Risk Management & Compliance Framework 

on a periodic basis.  
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CLIENT ML/TF RISK IDENTIFICATION CRITERIA AND SUSPICIOUS BEHAVIOUR 

 

Examples of Generaly Suspicious or Unusual client behaviour 

 

▪ The client is selective or reluctant to meet in person 

▪ The client is accompanied or is being watched 

▪ The client recently established a series of relationships with various accountable institutions 

▪ The client has accounts with various accountable institutions for no apparent reason 

▪ The client admits to his or her involvement in criminal activities 

▪ The client is quick to volunteer that funds originate from a legitimate source 

▪ The client has access to significant amounts of physical cash 

▪ The client does not want any correspondence sent to his or her home address 

▪ The client’s home or business telephone number has been disconnected or no such number exists 

▪ The client attempts to develop a close rapport with the AI’s employees 

▪ The client offers money, gratuities or other financial interests to the AI’s employees over and above the 

normal fees 

 

Examples of Unusual Transactions 

 

▪ The client provides unnecessary reasons or justifications for purchasing the service and/or product 

▪ The transaction does not appear to be in keeping with normal industry practices 

▪ The client requires the transaction to be concluded quickly 

▪ The client starts conducting frequent cash transactions in large amounts when this has not been the norm 

in the past 

▪ The transaction seems to be inconsistent with the client’s apparent financial standing 

▪ The client’s stated occupation is not in keeping with the required transaction 

▪ The client provides insufficient, vague or suspicious information concerning the transaction 

▪ The client engages in unnecessarily complex transactions 

▪ The client wishes to make use of separate legal entities such as trusts and special purpose vehicles to 

facilitate transactions 

▪ The client’s account reflects unexpectedly large cash deposits accompanied by immediate withdrawals 

▪ The client wishes to deposit funds with a request for the immediate transfer of the funds elsewhere 

▪ The client regularly purchases securities at prices significantly above or below market prices 

▪ The client regularly purchases securities and sells them for little profit or even at a loss 

▪ The client offers to make payment of commission or fees that appear excessive in relation to those normally 

payable 
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▪ The client has no concern about high commissions, fees, penalties incurred as a result of a particular 

method of transacting 

▪ The client and/or other related parties have no apparent ties to South Africa 

▪ The client requests unnecessary and unexplained international transfers 

▪ The transaction involves a country where illicit drug production or exporting may be prevalent 

▪ The client wishes to include entities that are situated in foreign jurisdictions into the transaction 

▪ The client frequently exchanges small cash notes for large ones 

▪ The client presents cash notes that are packaged or wrapped in an unusual way 

▪ The client frequently makes cash transactions that are slightly below the prescribed cash threshold report 

amount  

 

Examples of Unusual client behaviour during the Client Due Diligence procedure 

 

▪ The client requests changes to the transaction after learning that a Due Diligence procedure will be 

conducted 

▪ The client refuses to produce personal identification documents 

▪ The client attempts to convince an employee not to conduct the Customer Due Diligence procedures 

▪ The client wishes his or her identify to be verified in a manner outside the norm 

▪ The client provides doubtful or vague identification information 

▪ The client makes us of a seemingly false identity 

▪ The client produces seemingly false or counterfeit identification documents 

▪ All identification documents presented appear to be brand new or have recent issue dates 

All identification presented is foreign or cannot be verified for some reason



 
 

ANNEXURE E: UN SECURITY COUNCIL SANCTION LIST 

▪ The UN Security Council Sanction list provides the names of Natural Persons, Entities and Groups which 

the AI must avoid entering into transaction with.  

▪ The FICA Compliance Officer may consider updating the sanction list every six months. The list can be 

accessed from the FIC’s website or at this link: 

https://www.un.org/sc/suborg/en/sanctions/1267/aq_sanctions_list 

 

https://www.un.org/sc/suborg/en/sanctions/1267/aq_sanctions_list
https://www.un.org/sc/suborg/en/sanctions/1267/aq_sanctions_list


 
 

ANNEXURE F: DPIPs AND FPPOs 

▪ The DPIP and FPPO list highlights the various acting positions that will signify that a client is a Domestic 

Prominent Influential Person or a Foreign Prominent Public Official.  

DOMESTIC PROMINENT INFLUENTIAL PERSONS AND FOREIGN PROMINENT PUBLIC OFFICIALS 

 

Domestic Prominent Influential Persons 

 

A domestic prominent influential person (“DPIP”) is an individual who holds, including in an acting position for 

a period exceeding six months, or has held at any time in the preceding 12 months in South Africa a prominent 

public function including the following: 

 

▪ The President or Deputy President 

▪ A Government Minister or Deputy Minister 

▪ The Premier of a Province 

▪ A Member of the Executive Council of a Province 

▪ The Head, Accounting Officer or Chief Financial Officer of a National or Provincial Department or 

Government Component 

▪ The Chairperson of a Controlling Body, the Chief Executive Officer, or a natural person who is the 

Accounting Authority, the Chief Financial Officer or the Chief Investment Officer of a Public Entity listed in 

Schedule 2 or 3 to the Public Finance Management Act  

▪ An Executive Mayor of a Municipality 

▪ The Municipal Manager of a Municipality 

▪ The Chief Financial Officer of a Municipality  

▪ The Chairperson of the Controlling Body, Chief Executive Officer, Chief Financial Officer or Chief 

Investment Officer of a Municipal Entity as defined in Section 1 of the Local Government: Municipal 

Systems Act  

▪ A Constitutional Court Judge or any other Judge 

▪ A Leader of a Political Party 

▪ A Member of a Royal Family or Senior Traditional Leader  

▪ An Ambassador or High Commissioner or other Senior Representative of a Foreign Government based in 

South Africa  

▪ An Officer of the South African National Defence Force above the rank of Major-General. 

 

▪ The following positions of a Company that provides goods or services to an Organ of State and the annual 

transaction value of the goods or services both exceeds an amount determined by the Minister by notice 

in the Gazette: 

 Chairperson of the Board of Directors 
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 Chairperson of the Audit Committee 

 Executive Officer 

 Chief Financial Officer  

 

▪ The following positions of an International Entity based in South Africa: 

 The Head of the Entity 

 Executive Officer directly accountable to the Head of the Entity 

 

Foreign Prominent Public Officials 

 

A foreign prominent public official (“FPPO”) is an individual who holds, or has held at any time in the preceding 

12 months, in any foreign country a prominent public function including that of a: 

 

▪ Head of State or Head of a Country or Government 

▪ Government Minister or equivalent Senior Political or Leader of a Political Party 

▪ Member of a Foreign Royal Family 

▪ Senior Judicial Official 

▪ Senior Executive of a State-owned Corporation 

▪ High-ranking Member of the Military  

 

 

 

ANNEXURE G: SENIOR MANAGEMENT APPROVAL PROCEDURE 

▪ Where it is established that a prospective client or the beneficial owner of the prospective client, is a 

Domestic Prominent Influential Person, a Foreign Prominent Public Official or a known associate or 

immediate family member of such a person, the employee must obtain senior management approval before 

establishing the business relationship.  

▪ The FICA Compliance Officer may consider reviewing the Senior Management Approval Procedure every 

six months  
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 SENIOR MANAGEMENT APPROVAL PROCEDURE 

 

 

 

 

 

 

 

 

 

 

Where client has been identified as a Domestic Prominent Influential Person: Name of Person and 

ID/Passport Order of Approval Name Capacity Telephone Number Email Address 

1St Contact     

2nd Alternative     

3rd Alternative     

Where client has been identified as a Foreign Prominent Public Official : Name of Person and 

ID/Passport Order of Approval Name Capacity Telephone Number Email Address 

1St Contact     

2nd Alternative     

3rd Alternative     

Where client has been identified as a Known Associate of a Domestic Prominent Influential Person 

or a Foreign Prominent Public Official : Name of Person and ID/Passport 

Order of Approval Name Capacity Telephone Number Email Address 

1St Contact     

2nd Alternative     

3rd Alternative     

Where client has been identified as an Immediate Family Member of a Domestic Prominent 

Influential Person or a Foreign Prominent Public Official: Name of Person and ID/Passport 

Order of Approval Name Capacity Telephone Number Email Address 

1St Contact     

2nd Alternative     

3rd Alternative     
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ANNEXURE H: SOURCE OF FUNDS DECLARATION 

▪ In certain instances, the verification method indicated on the Client Due Diligence Form may require the 

client to sign a Source of Funds Declaration.  

 

 

 

 

 

 

 

 

 

 

 

 

 



 
SOURCE OF FUNDS DECLARATION 

As part of our responsibilities as an Accountable Institution in terms of the Financial Intelligence Centre Act 

38 of 2001, we are required to establish the source (origin) of the funds that our clients will use, or is 

expected to use in concluding transactions with us.  

Please complete the fields below and sign the document. 

 

Name & Surname 

 
 

I am acting on behalf of: 

Myself  Please specify client’s name and ID/ passport details if applicable 

Another Natural 
Person  

  

A Legal Person   

A Partnership   

A Trust   

Other Entity Type    

 

Source of Funds (Please specify if other) 

 

Natural Person 

Salary    Business Income   Dividend    Interest    Gift    Savings    

Other  :  

 

 

Legal Person 

Partnership 

Trust 

Other Entity Type  
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I do hereby declare that the source of the funds that I / we expect to use in concluding transactions with the 

AI originates from the sources indicated above. We further confirm that these funds are derived from 

legitimate sources. 

 

Signature 

  

Date 
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ANNEXURE I: CLIENT TRANSACTION FLOWCHART 

▪ The Client Transaction Flowchart provides a visual representation of the process that must be followed by employees interacting 

with clients and client representatives to determine whether a prospective client is concluding a single transaction, or in the process 

of establishing a new business relationship with the organisation.  

▪ The format and contents of this document are made available as an example. It is the responsibility of the user to customise this 

document to the user’s specific needs, circumstances and any other regulatory requirements. 

▪ This document must be reviewed and aligned with the organisation’s Risk Management & Compliance Framework on a periodic 

basis. 
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▪ CLIENT TRANSACTION FLOWCHART 

 

 

 

 

 

 

 

 

 

 

 

 

 



 
 

ANNEXURE J: CLIENT DUE DILIGENCE ACTIVITY SHEET 

▪ The Client Due Diligence Activity Sheet sets out the activities that must be performed by employees 

conducting Client Due Diligence procedures and performing ongoing due diligence of existing business 

relationships.  

▪ The FICA Compliance Officer may consider reviewing the Client Due Diligence Activity Sheet on a periodic 

basis. Changes made to the due diligence activities may also necessitate changes to the AI’s Client Due 

Diligence Forms. 

CLIENT DUE DILIGENCE ACTIVITY SHEET 

 

To be performed on all initial transactions 

entered into with a client 
Single Transaction Establishment of New 

Relationship 

1.1 Verify whether the client is an Existing 

Client 

Verify against Business 

Relationship Register 

Verify against Business 

Relationship Register 

1.2 Establish whether the proposed 

transaction is Unusually Large or 

Complex  

Indicate finding on CDD 

Form (First Line Risk) 

Indicate finding on CDD 

Form (First Line Risk) 

1.3 Use proper judgment to determine 

whether the Client is acting Suspiciously  

Indicate finding on CDD 

Form (First Line Risk) 

Indicate finding on CDD 

Form (First Line Risk) 

1.4 Screen client and if applicable, the client 

representative against UNSC Sanction 

List 

Indicate finding on CDD 

Form (First Line Risk) 

Indicate finding on CDD 

Form (First Line Risk) 

1.5 Establish whether the client is a DPIP or 

a FPPO 

Indicate finding on CDD 

Form (First Line Risk) 

Indicate finding on CDD 

Form (First Line Risk) 

1.6 Establish whether the client is a Known 

Associate of a DPIP or a FPPO 

Indicate finding on CDD 

Form (First Line Risk) 

Indicate finding on CDD 

Form (First Line Risk) 

1.7 Establish whether the client is an 

Immediate Family Member of a DPIP or 

a FPPO 

Indicate finding on CDD 

Form (First Line Risk) 

Indicate finding on CDD 

Form (First Line Risk) 

1.8 Establish whether the client is a Listed 

Company 

Indicate finding on CDD 

Form (First Line Risk) 

Indicate finding on CDD 

Form (First Line Risk) 

1.9 Establish whether the value of the 

transaction is R5000 or more 

Indicate finding on CDD 

Form (First Line Risk) 

Indicate finding on CDD 

Form (First Line Risk) 

1.10 Establish the ML/TF Risk Rating of the 

requested Service and/or Product 

Indicate finding on CDD 

Form (Second Line Risk) 

Indicate finding on CDD 

Form (Second Line Risk) 

1.11 Describe the Nature of the Business 

Relationship 

Capture Information on 

CDD Form 

Capture Information on 

CDD Form 

1.12 Describe the Intended Purpose of the 

Business Relationship 

Capture Information on 

CDD Form 

Capture Information on 

CDD Form 

1.13 Describe the Source of Funds that the 

Prospective Client expects to use 

Capture Information on 

CDD Form 

Capture Information on 

CDD Form 

1.14 Establish and Verify the Client 

Information where so required 

Verify and indicate 

findings on CDD Form 

Verify and indicate findings 

on CDD Form 

To be performed on all subsequent 

transactions entered into with the same 

client 

Existing Business Relationship 

2.1 Establish whether the proposed 

transaction is Unusually Large or 

Complex 

Indicate finding on CDD Form (First Line Risk) 

2.2 Use proper judgment to determine 

whether the Client is acting Suspiciously  

Indicate finding on CDD Form (First Line Risk) 

Ongoing Due Diligence to be performed on 

existing client base 

Existing Business Relationship 
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3.1 Establish whether client’s transactions 

are consistent with knowledge of client 

Indicate Finding on Business Relationship Due 

Diligence Register 

3.2 Re-establish whether the client is listed 

on the UNSC Sanction List 

Indicate Finding on Business Relationship Due 

Diligence Register 

3.3 Re-establish whether the client is a 

DPIP or a FPPO 

Indicate Finding on Business Relationship Due 

Diligence Register 

3.4 
Re-establish whether the client is a 

Known Associate of a DPIP or a FPPO 

Indicate Finding on Business Relationship Due 

Diligence Register 

3.5 Re-establish whether the client is an 

Immediate Family Member of a DPIP or 

a FPPO 

Indicate Finding on Business Relationship Due 

Diligence Register 

3.6 
Re-establish the Client Information 

provided by the Client or Client 

Representative 

Indicate Finding on Business Relationship Due 

Diligence Register 

 

 

 

ANNEXURE K: BUSINESS RELATIONSHIP DUE DILIGENCE REGISTER 

▪ The Business Relationship Due Diligence Register allows responsible persons to record the information 

required to perform ongoing due diligence procedures and the monitoring of transactions of existing 

business relationships.  

▪ The register can be kept electronically on a central database and must be backed-up periodically for FICA 

record keeping purposes. 

 

 

 

 

 

 

 

 

 



 
BUSINESS RELATIONSHIP DUE DILIGENCE REGISTER 

 

 Client Details 

Client Name Example (Emerald Fields CC) 

Client Representative Name (if applicable) Example (Mrs. Kim Slater) 

Client Type Example (Close Corporation) 

Date Business Relationship Established Example (4 July 2018) 

Nature of Business Relationship Example (Procurement of Financial Services) 

Purpose of Business relationship Example (Investment in CIS) 

Source of Funds Example (CC profits) 

Periodic Reassessments 

Is the client listed on the UNSC Sanction List? Example (Re-establish every 2 years) 

Is the client a DPIP or a FPPO? Example (Re-establish every 2 years) 

Is the client a known associate of a DPIP or a 

FPPO? 

Example (Re-establish every 2 years) 

Is the client an immediate family member of a DPIP 

or a FPPO? 

Example (Re-establish every 2 years) 

Re-establish client information Example (Re-establish every 3 years) 

Transaction Details 

Date of Transaction  Example (21 August 2018) 

Was transaction unusually large or complex? Example (No) 

Did client or client representative act suspiciously? Example (No) 

Was transaction consistent with knowledge of client? Example (Yes) 

 Date of Transaction  Example (5 December 2018) 

Was transaction unusually large or complex? Example (No) 

Did client or client representative act suspiciously? Example (No) 

Was transaction consistent with knowledge of client? Example (Yes) 

Was transaction consistent with knowledge of client? Example (Yes) 

 Date of Transaction  Example (20 January 2019) 

Was transaction unusually large or complex? Example (No) 

Did client or client representative act suspiciously? Example (No) 

Was transaction consistent with knowledge of client? Example (Yes) 

 
Client Details 

Client Name Example (John Fields) 

Client Representative Name (if applicable) Example (N/A) 
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Client Type Example (Natural Person) 

Date Business Relationship Established Example (16 October 2018) 

Nature of Business Relationship Example (Procurement of Financial Services) 

Purpose of Business relationship Example (Retirement Annuity) 

Source of Funds Example (Salary) 

Periodic Reassessments 

Is the client listed on the UNSC Sanction List? Example (Re-establish every 2 years) 

Is the client a DPIP or a FPPO? Example (Re-establish every 2 years) 

Is the client a known associate of a DPIP or a 

FPPO? 

Example (Re-establish every 2 years) 

Is the client an immediate family member of a DPIP 

or a FPPO? 

Example (Re-establish every 2 years) 

Re-establish client information Example (Re-establish every 3 years) 

Transaction Details 

Date of Transaction  Example (23 November 2018) 

Was transaction unusually large or complex? Example (No) 

Did client or client representative act suspiciously? Example (No) 

Was transaction consistent with knowledge of client? Example (Yes) 

  



 
 

 

ANNEXURE L: CLIENT DUE DILIGENCE  

▪ The Client Due Diligence sets out the information concerning a prospective or an existing client or client 

representative, that must be capture and verified where so required.  

▪ Employees interacting with clients may consider using the appropriate Client Due Diligence Form 

depending on the situation. There are six types of Client Due Diligence Forms: 

 Natural Person Client 

 Client Representative 

 Legal Person 

 Partnership 

 Trust 

 Other Entity Type 

 

▪ The FICA Compliance Officer may consider reviewing the Client Due Diligence Forms on a periodic basis. 

Changes made to the Client Due Diligence Forms may also necessitate changes to the due diligence 

activities sheet. 

 

 

 

 

 

 

 

 

 



 
CLIENT DUE DILIGENCE FORM – NATURAL PERSON CLIENT 

FIRST LINE RISK RATING Single Transaction New Relationship Existing 

Relationship Large / Complex 

Transaction? 

No 

 

Enhanced 

CDD 

Yes 

 

Enhanced CDD Y

es 

 

Standard 

CDD 

Yes 

 Acting Suspiciously? No 

 

Enhanced 

CDD 

Yes 

 

Enhanced CDD Y

es 

 

Enhanced 

CDD 

Yes 

 Client indicated on UN 

List? 

No 

 

Enhanced 

CDD 

Yes 

 

Enhanced CDD Y

es 

 

 
Client a DPIP or 

FPPO? 

No 

 

Enhanced 

CDD 

Yes 

 

Enhanced CDD Y

es 

 

  

Associate of DPIP / 

FPPO? 

No 

 

Enhanced 

CDD 

Yes 

 

Enhanced CDD Y

es 

 

  

Family of DPIP / 

FPPO? 

No 

 

Enhanced 

CDD 

Yes 

 

Enhanced CDD Y

es 

 

  

Transaction less than 

R5000? 

No 

 

Quick CDD Yes 

 

    

SECOND LINE RISK 

RATING 

Single Transaction New Relationship Existing 

Relationship Low Product / Service Risk Standard 

CDD 

Yes 

 

Standard CDD Y

es 

 

Quick CDD Yes 

 Moderate Product / Service 

Risk 

Standard 

CDD 

Yes 

 

Standard CDD Y

es 

 

Quick CDD Yes 

 High Product / Service Risk  Enhanced 

CDD 

Yes 

 

Enhanced CDD Y

es 

 

Standard 

CDD 

Yes 

 CLIENT INFORMATION 

Q
u

ic
k
 

Nationality South African    Foreign National   

Full Names  

ID / Passport 

Number 

 

Telephone Number  

S
ta

n
d

a
rd

 Residential 

Address 

 

Postal Address  

Email Address  

E
n

h
a

n
c

e
d

 

Date of Birth  

Place of Birth  

Place of 

Employment 

 

Hair Colour Blond    Red    Brown   Black     Other  

Eye Colour Blue   Amber   Brown   Green    Other  

VERIFICATION METHODOLOGY Standard 

CDD 

Enhanced 

CDD Full Names by way of any document that can reasonably achieve 

verification 

⚫ ⚫ 
ID / Passport Number by way of any document that can reasonably 

achieve verification 

⚫ ⚫ 

Residential Address by way of any document that can reasonably 

achieve verification 

 ⚫ 

Telephone Number by way of calling the client  ⚫ 

Client required to sign Source of Funds Declaration  ⚫ 

TRANSACTION INFORMATION (Only complete this section where the client is establishing a New 

Business Relationship, or in all instances where the client is a DPIP / FPPO or an Associate / Family 

Member of a DPIP / FPPO) 

Nature of Relationship 
 

 

Purpose of 

Relationship 

 

 

Source of Funds 
Salary    Business Income   Dividend    Interest    Gift    Savings 

  Other  
 

SIGNED ON BEHALF OF THE AI 

Name & Surname  

Signature  Date  
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CLIENT DUE DILIGENCE FORM – CLIENT REPRESENTATIVE 

FIRST LINE RISK RATING Single Transaction New Relationship Existing Relationship 

Large / Complex 

Transaction? 

No 

 

Enhanced 

CDD 

Yes  Enhanced 

CDD 

Yes 

 

Standard 

CDD 

Yes 

 Acting Suspiciously? No 

 

Enhanced 

CDD 

Yes  Enhanced 

CDD 

Yes 

 

Enhanced 

CDD 

Yes 

 Client indicated on UN 

List? 

No 

 

Enhanced 

CDD 

Yes  Enhanced 

CDD 

Yes 

 

 

Client a DPIP or FPPO? No 

 

Enhanced 

CDD 

Yes  Enhanced 

CDD 

Yes 

 

  

Associate of DPIP / 

FPPO? 

No 

 

Enhanced 

CDD 

Yes  Enhanced 

CDD 

Yes 

 

  

Family of DPIP / FPPO? No 

 

Enhanced 

CDD 

Yes  Enhanced 

CDD 

Yes 

 

  

Client a Listed 

Company? 

No 

 

Standard 

CDD 

Yes  Standard 

CDD 

Yes 

 

  

Transaction less than 

R5000? 

No 

 

Quick CDD Yes      

SECOND LINE RISK RATING Single Transaction New Relationship Existing Relationship 

Low Product / Service Risk Standard 

CDD 

Yes  Standard 

CDD 

Yes 

 

Quick CDD Yes 

 Moderate Product / Service 

Risk 

Standard 

CDD 

Yes  Standard 

CDD 

Yes 

 

Quick CDD Yes 

 High Product / Service Risk  Enhanced 

CDD 

Yes  Enhanced 

CDD 

Yes 

 

Standard 

CDD 

Yes 

 CLIENT INFORMATION 

Q
u

ic
k
 

Acting on behalf of a Natural Person    Legal Person    Trust    Partnership    Other Entity  

Name of Client  

Authorisation Type  

Nationality South African    Foreign National   

Full Names  

ID / Passport 

Number 

 

Telephone Number  

S
ta

n
d

a
rd

 Residential Address  

Postal Address  

Email Address  

E
n

h
a

n
c

e
d

 

Date of Birth  

Place of Birth  

Place of 

Employment 

 

Hair Colour Blond    Red    Brown   Black     Other  

Eye Colour Blue   Amber   Brown   Green    Other  

VERIFICATION METHODOLOGY Standard 

CDD 

Enhanced 

CDD Authorisation by way of contacting the client or relevant authorising 

authority 

 ⚫ 
Full Names by way of any document that can reasonably achieve 

verification 

⚫ ⚫ 

ID / Passport Number by way of any document that can reasonably 

achieve verification 

⚫ ⚫ 

Residential Address by way of any document that can reasonably achieve 

verification 

 ⚫ 

Telephone Number by way of calling the client  ⚫ 

SIGNED ON BEHALF OF THE AI 

Name & Surname  

Signature  Date  
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CLIENT DUE DILIGENCE FORM – LEGAL PERSON 

CLIENT INFORMATION 

Q
u

ic
k
 

Legal Person Type Company    Close Corporation   

Incorporated in S.A. Yes   No  

Trade Name  

Nature of Business  

Telephone Number  

S
ta

n
d

a
rd

 Registered Name  

Registered Number  

Business Address  

E
n

h
a

n
c

e
d

 Registered Address  

Shareholders / 

Members 

1 - 5    6 - 10    11 - 100    More than 100  

Directors   N/A       1 - 5     6 - 10       11 - 20       21 – 30      More than 30  

Email Address  

CLIENT BENEFICIAL OWNERS (Only complete when entering into a Single Transaction or a New 

Business Relationship) Establish the identity of every natural person who has 25% or more Membership Interest or a Shareholder 

Voting Right Interest 

2
5
%

 c
o

n
tr

o
l 

in
te

re
s
t 

Full Names  

ID / Passport Number  

Residential Address   

Telephone Number  

DPIP or FPPO? No   Yes  Associate or Family Member of DPIP / FPPO? No   Yes 

 

2
5
%

 c
o

n
tr

o
l 

in
te

re
s
t 

Full Names  

ID / Passport Number  

Residential Address  

Telephone Number  

DPIP or FPPO? No   Yes  Associate or Family Member of DPIP / FPPO? No   Yes 

 

2
5
%

 c
o

n
tr

o
l 

in
te

re
s
t 

Full Names  

ID / Passport Number  

Residential Address   

Telephone Number  

DPIP or FPPO? No   Yes  Associate or Family Member of DPIP / FPPO? No   Yes 

 

2
5
%

 

c
o

n
t

ro
l 

in
te

r

e
s
t Full Names  

ID / Passport Number 
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Residential Address  

Telephone Number  

DPIP or FPPO? No   Yes  Associate or Family Member of DPIP / FPPO? No   Yes 

 
TRANSACTION INFORMATION (Only complete this section when establishing a New Business 

Relationship with a client or in every instance where the client, or a natural person who holds a 25% 

controlling interest in the client, is a DPIP / FPPO or an Associate / Family Member of a DPIP / FPPO) 

 

Nature of Relationship 

 

 

 

 

Purpose of Relationship 

 

 

 

Source of Funds 

 

 

 

VERIFICATION METHODOLOGY Standard 

CDD 

Enhanced 

CDD Registered Name by way of Founding Statement or Certificate of 

Incorporation 

⚫ ⚫ 

Registered Number by way of Founding Statement or Certificate of 

Incorporation 

⚫ ⚫ 

Telephone Number of Client by way of calling client  ⚫ 

Registered Address by way of Founding Statement or Certificate of 

Incorporation 

⚫ ⚫ 

Full Names by way of any document that can reasonably achieve 

verification 

⚫ ⚫ 

ID / Passport Number by way of any document that can reasonably achieve 

verification 

⚫ ⚫ 

Residential Address by way of any document that can reasonably achieve 

verification 

⚫ ⚫ 

SIGNED ON BEHALF OF THE AI 

Name & Surname  

Signature  Date  
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CLIENT DUE DILIGENCE FORM – PARTNERSHIP 

CLIENT INFORMATION 

Q
u

ic

k
 Partnership Type General    Anonymous    Commanditarian   Other    

Identifying Name  

S
ta

n
d

a
rd

 Partner Types Natural Persons    Juristic Persons  

Number of Partners 1 - 5    6 - 10    11 - 15   16 – 20   More than 20  

Nature of Business  

E
n

h
a

n
c

e
d

 

Telephone Number  

Email Address  

Business Address  

CLIENT BENEFICIALOWNERS (Only complete when entering into a Single Transaction or a New 

Business Relationship) Establish the identity of every natural person partner and natural person who exercises executive control 

over the partnership 

P
a

rt
n

e
r Full Names  

ID / Passport Number  

Residential Address   

P
a

rt
n

e
r Full Names  

ID / Passport Number  

Residential Address  

P
a

rt
n

e
r Full Names  

ID / Passport Number  

Residential Address   

P
a

rt
n

e
r Full Names  

ID / Passport Number  

Residential Address  

TRANSACTION INFORMATION (Only complete this section when establishing a New Business 

Relationship with the client) Nature of Relationship 
 

 

Purpose of Relationship 
 

 

Source of Funds 
 

 

VERIFICATION METHODOLOGY Standard 

CDD 

Enhanced 

CDD Partnership Identifying name by way of Partnership Agreement ⚫ ⚫ 
Telephone Number of Client by way of calling client  ⚫ 

Full Names by way of any document that can reasonably achieve 

verification 

⚫ ⚫ 

ID / Passport Number by way of any document that can reasonably 

achieve verification 

⚫ ⚫ 

Residential Address by way of any document that can reasonably 

achieve verification 

 ⚫ 

SIGNED ON BEHALF OF THE AI 

Name & Surname  
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Signature  Date  
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CLIENT DUE DILIGENCE FORM – TRUST 

CLIENT INFORMATION 

Q
u

ic

k
 

Trust Name  

Trust Number  

S
ta

n
d

a
rd

 Trust Registration Locally Registered   Foreign Trust    

Number of Trustees 1 - 5    6 - 10    11 - 15   16 – 20   More than 20  

Number of 

Beneficiaries 
1 - 5    6 - 10    11 - 15   16 – 20   More than 20  

E
n

h
a

n
c

e
d

 

Founder Telephone  

Founder Email 

Address 
 

Registered court 

Address 
 

CLIENT BENEFICIALOWNERS (Only complete when entering into a Single Transaction or a New 

Business Relationship) Establish the identity of the Founder, each Trustee, Beneficiary and natural person who exercises 

executive control over the trust 

F
o

u
n

d
e
r Full Names  

ID / Passport Number  

Residential Address   

T
ru

s
te

e
 Full Names  

ID / Passport Number  

Residential Address  

T
ru

s
te

e
 Full Names  

ID / Passport Number  

Residential Address   

T
ru

s
te

e
 Full Names  

ID / Passport Number  

Residential Address  

B
.f

ic
ia

ry
 Full Names  

ID / Passport Number  

Residential Address   

B
.f

ic
ia

ry
 Full Names  

ID / Passport Number  

Residential Address   

B
.f

ic
ia

ry
 Full Names  

ID / Passport Number  

Residential Address   

B
.f

ic
i

a
ry

 Full Names  

ID / Passport Number  
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Residential Address   

B
.f

ic
ia

ry
 Full Names  

ID / Passport Number  

Residential Address   

TRANSACTION INFORMATION (Only complete this section when establishing a New Business 

Relationship with the client) 

Nature of Relationship 

 

 

 

Purpose of Relationship 

 

 

 

Source of Funds 

 

 

 

VERIFICATION METHODOLOGY Standard 

CDD 

Enhanced 

CDD Trust Name by way Trust Deed or other Founding Document ⚫ ⚫ 

Trust Number by way of Trust Deed or other Founding Document ⚫ ⚫ 

Full Names by way of any document that can reasonably achieve 

verification 

⚫ ⚫ 

ID / Passport Number by way of any document that can reasonably achieve 

verification 

⚫ ⚫ 

Residential Address by way of any Document that can reasonably achieve 

verification 

 ⚫ 

SIGNED ON BEHALF OF THE AI 

Name & Surname  

Signature  Date  
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CLIENT DUE DILIGENCE FORM – OTHER ENTITY TYPE 

CLIENT INFORMATION 

Q
u

ic
k
 Legal Name  

Legal Form  

S
ta

n
d

a
rd

 Registration Locally Registered   Foreign    

Nature of Business  

Operating Address  

E
n

h
a

n
c

e
d

 Telephone Number  

Email Address  

Business Address  

CLIENT BENEFICIALOWNERS (Only complete when entering into a Single Transaction or a New Business Relationship) 

Establish the identity of every natural person who exercises executive control over the entity type 

C
o

n
tr

o
ll

e
r Full Names  

ID / Passport Number  

Residential Address   

C
o

n
tr

o
ll

e
r Full Names  

ID / Passport Number  

Residential Address  

C
o

n
tr

o
ll

e
r Full Names  

ID / Passport Number  

Residential Address   

C
o

n
tr

o
ll

e
r Full Names  

ID / Passport Number  

Residential Address  

TRANSACTION INFORMATION (Only complete when establishing a New Business Relationship with the client) 

Nature of Relationship 
 

 

 

Purpose of Relationship 
 

 

Source of Funds  

 

VERIFICATION METHODOLOGY Standard CDD Enhanced CDD 

Legal Name by way of Constitution or Founding Document ⚫ ⚫ 

Telephone Number of Client by way of calling client  ⚫ 

Full Names by way of any document that can reasonably achieve verification ⚫ ⚫ 

ID / Passport Number by way of any document that can reasonably achieve verification ⚫ ⚫ 

Residential Address by way of any document that can reasonably achieve verification  ⚫ 

SIGNED ON BEHALF OF THE AI 

Name & Surname  
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Signature  Date  

 


