
 
Securing Communities Against Hate Crimes (SCAHC) Grant Fact Sheet 

 

• There is a 2-year period of performance for this grant. All grant work must be done during this period 

• Applications are due by January 31, 2023 at 12 pm 

• Organizations can apply for $50,000 for 3 applications for security measures, for a total of $150,000 

• In addition to the 3 applications for security measures, an organization can submit 1 application for 

cybersecurity measures, totaling $50,000 

• Each project requires a separate application 

• Organizations can submit for projects that have received prior SCAHC funding as long as the requested projects 

are different than previously funded projects 

• Applicants must be valid 501c3/nonprofit organizations 

• Requested security measures must be for the facility/facilities that the organization physically occupies at the 

time of the application  

• Allowable expenses include, but are not limited to: 

o Perimeter lighting 

o Door repair/replacement 

o Lock repair/replacement 

o Window repair/replacement 

o Blast/shatter proof film on glass 

o Alarm systems 

o Camera systems 

o Access controls 

o Perimeter fencing 

o Planters/Bollards 

o Panic buttons 

o Lockdown systems 

o PA systems 

o Security trainings 

o Cybersecurity trainings and exercises 

o Software packages (firewalls, anti-virus and malware applications) 

o Network equipment 

o Encryption software 

o Intrusion detection systems 

o Hardware that provides protection against cyber threats 

• Applicants that have not previously received a SCAHC award from DHSES or DCJS will receive 5 bonus points 

• All applications must include a Vulnerability Assessment, that will be the basis of your grant application. Any 

security measure that you will be requesting funding for must be mentioned in this assessment 


