AUTHENTICATE
AND PROTECT

Unsurprisingly, usernames and passwords are the most common

method of authentication when it comes to internal enterprise

cybersecurity. But, according to IT professionals, they're not the

STEPS TAKEN TO INCREASE CORPORATE SECURITY
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Percentages do not equal 100 due varying levels of adoption

MOST CONCERNING BUSINESS INFORMATION TO LOSE

Top types of business information that IT professionals are concerned
about protecting

Personally identifiable information
o
60% |
Customer information

58% |

Salary information

43% |

Employee information

41% |

Marketing and sales

40% |

Confidential financial information

38% |

Email and text messages

32% |

Trade secrets

31% |

R&D

30% |

Non-confidential financial information

24% |
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TYPES OF CYBERSECURITY AND AWARENESS TRAINING

Percentage of organisations offering employees the following

62%

Group training sessions with IT security team
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45%

Interactive videos highlighting best/worst

practices to keep in mind

44%

Formal online tests to learn about threats

and prompts questions to respond to

44%
An emailed or printed list of tips to
keep in mind

44%

One-on-one training sessions with IT
security team

.

Prompts on whether or not a link is safe prior

to visiting certain websites

2% J

No training given
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